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Judicial Information System Committee (JISC) 
Friday, June 23, 2017 (10:00 a.m. – 12:30 p.m.) CALL IN NUMBER:     877-820-7831   PC: 394116# SeaTac Facility: 18000 INTERNATIONAL BLVD, SUITE 1106, SEATAC, WA 98188 


AGENDA 


1. 


Call to Order 
a. Introductions 
b. Approval of Minutes 
c. New JISC Member Tenures: 


1. Judge Dalton, Superior Court (SCJA) 
2. Judge Svaren, Superior Court (SCJA) 
3. Brooke Powell, Superior Court (WAJCA) 
4. Barbara Miner, Superior Court (WSACC) 
5. Jon Tunheim, WAPA 


 
Chief Justice Mary Fairhurst, 
Chair 


10:00 – 10:10 Tab 1 


2. 
JIS Budget Update  
 a. 15-17 Budget Update 


b. 17-19 JIS Budget Status Update 
Ms. Renee Lewis, MSD 
Comptroller  10:10 – 10:25 Tab 2 


3. Legislative Update Brady Horenstein, Legislative 
Relations Associate Director 10:25 – 10:35  


4. 


JIS Priority Project #4 (ITG 102):   
Courts of Limited Jurisdiction Case Management 
System (CLJ-CMS) Update 


a. Project Update b. Decision Point:  Courts of Limited 
Jurisdiction Case Management System – 
Apparent Successful Vendor. 


c. CLJ-CMS QA Report 


 
 
 
Mr. Mike Walsh, PMP 
Ms. Vonnie Diseth, ISD Director 


Mr. Allen Mills, Bluecrane 


10:35 – 10:50 Tab 3 


5. 
JIS Priority Project #1 (ITG 2):   
Superior Court Case Management System (SC-
CMS) Update 
 Project & Integrations Update 


 
 
Ms. Maribeth Sapinoso, PMP 
Mr. Keith Curry, PMP 


10:50 – 11:00 Tab 4 


6. 
JIS Priority Project #2 (ITG 45):   
Appellate Court Enterprise Content Management 
System (AC-ECMS) Update 


a. Project Update 
b. Appellate Court Go-Live Report 


 
 
 
 
 
 
Mr. Martin Kravik, Project Mgr. 
Ms. Susan Carlson – Supreme 
Court 
Ms. Renee Townsley – Division 3 
Mr. Derek Byrne – Division 2 


11:00 – 11:10 Tab 5 


 Break  11:10-11:25  
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7. 


 AOC Expedited Data Exchange (EDE) Pilot 
Implementation Project: 


a. INH EDE QA Report 
 
 
 


b. AOC Project Update 
c. King County District Court Project 


Update 
d. King County Clerk’s Office Project 


Update 


  
 
Mr. Tom Boatright, ISG, 
Ms. Gena Cruciani, ISG, 
Mr. John Anderson, ISG 


Mr. Kevin Ammons, PMP 
Mr. Othniel Palomino, Court 
Administrator  
Ms. Barb Miner, King Co. Clerk 


11:25 – 11:55 Tab 6 


8. Business Intelligence Tool (BIT) Project: 
Last Project Update 


 
Ms. Charlene Allen, Project Mgr. 11:55 – 12:05 Tab 7 


9. 


Committee Reports: 
a. Data Dissemination Committee (DDC) 


1. Data Dissemination Policy tracked 
changes 


2. Amended Data Dissemination Policy 
3. Amendments to Data Dissemination 


Policy Section VIII 


 
Judge Thomas Wynne 12:05 – 12:20 Tab 8 


10. 
Discussion: 


Does JISC wish to receive BJA Information at 
JISC Meetings? 


Chief Justice Mary Fairhurst, 
Chair 12:20 – 12:25  


11. Meeting Wrap-Up Chief Justice Mary Fairhurst, 
Chair 12:25 – 12:30  


 


12. 
Information Materials 


d. ITG Status Report 
e. SeaTac Evacuation Map 


 
 


 
Tab 9 


Persons with a disability, who require accommodation, should notify Brian Elvin at 360-705-5277 
Brian.Elvin@courts.wa.gov to request or discuss accommodations.  While notice 5 days prior to the event is preferred, 
every effort will be made to provide accommodations, when requested. 


 
 Future Meetings: 
 2017 – Schedule 


 August 25, 2017 
 October 27, 2017 
 December 1, 2017 








 
 
 
  


JUDICIAL INFORMATION SYSTEM COMMITTEE 
 


February 24, 2017 
10:00 a.m. to 12:30 p.m. 
AOC Office, SeaTac, WA 


 
Minutes 


 
Members Present: 
Chief Justice Mary Fairhurst, Chair 
Ms. Lynne Campeau - Phone 
Judge Jeanette Dalton - Phone 
Ms. Callie Dietz 
Mr. Rich Johnson 
Judge J. Robert Leach 
Mr. Frank Maiocco 
Judge G. Scott Marinella  
Ms. Barb Miner 
Chief Brad Moericke 
Ms. Brooke Powell 
Judge David Svaren 
Mr. Bob Taylor 
Mr. Jon Tunheim 
Ms. Aimee Vance  
Judge Thomas J. Wynne 
 
Members Absent:  
Mr. Larry Barker 
 
 


AOC Staff Present: 
Mr. Kevin Ammons 
Ms. Kathy Bradley 
Ms. Vicky Cullinane 
Ms. Teonie Curtis 
Ms. Vonnie Diseth 
Mr. Brian Elvin 
Mr. Brady Horenstein 
Mr. Mike Keeling 
Ms. Keturah Knutson 
Mr. Terry Overton 
Mr. Dirk Marler 
Mr. Ramsey Radwan 
Mr. Junior Smith 
Mr. Kumar Yajamanam 
 
 
 
Guests Present: 
Mr. Tom Boatright 
Mr. Fred Jarrett 
Mr. Enrique Kuttemplon 
Mr. Brian Rowe 
Judge Donna Tucker 
 
 


Call to Order 
 
Justice Mary Fairhurst called the meeting to order at 10:00 a.m. and introductions were made.   
 
December 2, 2016 Meeting Minutes 
 
Justice Fairhurst asked if there were any changes or corrections to the December 2, 2016 meeting 
minutes.  Hearing none, Justice Fairhurst deemed them approved. 
 
Legislative Update 
 
Mr. Brady Horenstein, Legislative Relations Associate Director reported on the current legislative 
session.  Mr. Horenstein reports things are going well for court impact bills with today, February 24th, 
the Fiscal Committee cutoff date.  This is a big cutoff date for the legislature in Olympia.  All bills that 
have a fiscal impact have to make it out of the house appropriations committee or the senate Ways and 
Means Committee by today.  Mr. Brady reports by, next week, AOC should have an idea of what we 
are dealing with for the rest of session.  However, certain bills necessary to implement the budget can 







JISC Minutes 
February 24, 2017 
Page 2 of 8 
 


 
 


be introduced at any time.  For example, the surcharge bill, which would extend the judicial stabilization 
account surcharge to July 20-21 is a bill that would be necessary to implement the budget. 


Board for Judicial Administration (BJA) has several request bills that are alive in one form or another 
and have made cutoff.  BJA’s Interpretive Services and Civil Cases bill were voted out of the House 
Appropriations Committee a couple of days ago as well as the Judicial Stabilization Account bill 
mentioned previously.  In addition, an Interpreter Oath bill has now passed the house and now awaiting 
a hearing in the senate.  This bill would allow interpreters to take the oath once, when first credentialed, 
making it permanent for the remainder of the time they serve as.  Currently, they are required to renew 
every couple of years.  Also, an Office of Public Guardianship bill, which would expand the service 
methods the office at AOC can provide around guardianship has passed the house.  The senate has 
held a hearing but is expected to consider the house bill.  Mr. Brady provided a report highlighting 
various IT bills.  Currently, there are not many IT bills being considered that could impact the work JISC 
is doing.  One bill, introduced by Senator Fain, would explicitly require all courts to implement electronic 
case filing by December 21, 2019.  While it does appear to be dead for the session, it is a great example 
of how some legislators are very interested in court IT and the work of the JIS committee. 


JISC member Bob Taylor asked why the bill had died.  Mr. Horenstein explained, it did not move out of 
the senate Law and Justice Committee and missed the cutoff.  In his conversations, with senate 
leadership and senate members, Mr. Horenstein relayed it was the legislature’s way to raise the issue 
and ensure AOC is aware of many legislatures interest in getting to that point.  Mr. Horenstein conveyed 
to Senator Fain and others that AOC is working a number of projects in support of electronic filing.  In 
addition it is not something AOC is opposed to but presently a matter of resources, timing and how it is 
fit in with other projects.  Discussion was held on whether Mr. Horenstein believed this would be a 
reoccurring bill for upcoming legislative sessions. 


Chief Justice Fairhurst stated she did not feel Senator Fain believed it would go anywhere but it was 
partially a message bill.  Chief Justice Fairhurst stated her belief should AOC not move in the direction 
of electronic filing, once the case management systems are completed and the Expedited Data 
Exchange (EDE) is rolled out, the legislature would look to bring back the bill.  They are aware passing 
the bill would impact AOC’s capabilities to continue with current projects. 


Numerous bills have been revived from past legislative sessions including comprehensive legal 
financial obligations, impaired and distracted driving bills.  None, however, have been deemed to impact 
AOC in a significant manner. 


Mr. Horenstein relayed to the committee they can reach out to him anytime with questions on any bills 
by responding to his weekly legislative update email. 


JIS Budget Update   
 


Mr. Ramsey Radwan reported on the green sheet, a summary of the amounts allocated and expended 
to date thru January 31st 2017 for the major information technology projects at AOC.  Everything on the 
money side is going well in the current biennium.  Presently, there are variances for the Expedited Data 
Exchange (EDE), Courts of Limited Jurisdiction and equipment replacement.  Staff will be working to 
fine tune the estimated amount of carryover and expended funds for the EDE and Courts of Limited 
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Jurisdiction which will adjust the budget request.  AOC is underspending for the EDE, which is normal 
for this type of project, and advantageous by putting unspent money back into the account for other 
uses and unknowns for the next biennium.  It is always good to have a little extra money in the JIS 
account.  Mr. Radwan expects the equipment replacement allocation to be spent as planned by Dennis 
Longnecker who normally expends all funds allotted for the current biennium. 


Mr. Radwan reported on the technology requests for the 17-19 biennium with one change made to 
Odyssey Continuing Support.  The previous submission was for $1,429,000 and has been revised down 
to $938,000.  Mr. Radwan explained this did not mean AOC was receiving less funding but the math 
behind it required less funding.  When the budget is built there is a bow wave computation that was not 
noticed.  If left as submitted it would have resulted in $492,000 to much in the request.  As submitted it 
will fully fund the 8 staff received in the current biennium and it is just a technical adjustment. 


EDE Carryover and EDE Fund shift numbers will likely change as the numbers are derived 
approximately a year prior.  In approximately mid-March Mr. Radwan will be in talks with legislative staff 
and will have more of an idea on what those numbers will change to.  It was noted the total amount will 
stay the same with the possibility of one or the other going up or down. 


On the fund balance computation all are in agreement as has not always been the case.  The 
adjustment on the above noted Odyssey Continuing Support has been added into that computation 
which gave $492,000 more in the fund balance.  Mr. Radwan will continue discussions with legislative 
staff in the coming months on the 17-19 budget request. 


IT Security Update 
 
Mr. Terry Overton, ISD Information Security Officer, presented an update on AOC Information 
Security.  Beginning with an overview of the last security update, provided in February 2014, he 
presented a year-by-year overview of efforts and improvements towards the security posture of JIS 
information systems. 


In 2014, a private IT security firm (Intrinium) completed a thorough risk assessment of the AOC Eastside 
Network, including all JIS environments.  Work began immediately, and continued progress has been 
made toward addressing findings from this assessment.  One of Intrinium’s highest priority findings was 
the hiring of a security officer.  In response, AOC selected Mr. Overton in December of 2013. In the 
same year, AOC conducted their first Annual Security Awareness Training, which continues as an 
annual requirement.  A decision was also made, to adopt the “SANS Top 20” security framework, as a 
model for AOC Information Security policies, plans, and processes.  Critical risks were identified and 
prioritized, and Information Security Risk Assessments required for new and ongoing projects. 


In November 2014, a new JIS Data Security Standard for Data Classification was adopted.  This is an 
internal tool to identify the information systems that must be protected, which are most sensitive and 
business-critical, and to what standard they must be secured.  A number of new security tools were 
procured for security improvements to include:  Vulnerability Scanner, Network Access Control, 
Automated Patch Management Tool and a Web App Firewall. 


In 2015 AOC hired a full-time Network Security Analyst; Junior Smith.  Mr. Smith is an expert in 
vulnerability detection and remediation.  He has assisted in implementation and configuration of several 
new tools, and automating processes for rapid deployment of patches.  Intrinium was once again 
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contracted to perform security assessments at the Supreme Court and the three Appellate Court 
divisions, completing the overall assessment that began with AOC Eastside offices. Many of the 
findings were anticipated due to similarity to those found in the earlier assessment, allowing remediation 
efforts to begin quickly. 


Notable Security Initiatives in 2015.  Among them were the implementation of a Software Management 
process, which resolved an enterprise-wide vulnerability detected by the Intrinium assessments.  Also 
implemented was a standardized application assessment process, to efficiently integrate security into 
projects at their inception, and continue throughout the subsequent phases.  Mr. Overton presented a 
number of statistical graphs, illustrating the progression of security vulnerabilities and attacker methods 
over a period of years.  He stressed the importance of rapid deployment of security patches to address 
new vulnerabilities as they arise. 


In 2016 AOC hired a full-time Application Security Analyst; Teonie Curtis.  Ms. Curtis is an expert in 
Web Application Security, and works closely with project teams and new product analysis.  Mr. Overton 
also provided a progress update on removal of “Local Administrator” privileges from AOC user 
workstations, stating the last few computers were being completed at AOC, and efforts would soon 
begin to remediate Appellate systems.  He referenced the goal of completing this work on all enterprise 
workstations by the end of second quarter 2017.  Mr. Overton expressed concerns associated with 
employee-owned, cloud-based collaboration services.  He described the risk related to this approach 
and stated he’d been working with AOC Infrastructure for some time to vet enterprise-grade products 
that could meet off-network collaboration needs.  He said one product from “BOX.com” was being 
tested with the Supreme Court, and was working well, but it remained to be seen if it was the best 
choice for all AOC customers.  AOC Infrastructure and Security continue to research available products, 
and are leveraging work in progress by other State agencies who are also trying to resolve this issue. 


In 2017 Mr. Overton stressed the basics have not changed, with regard to defending our networks 
against cyber actors.  Phishing exploits still facilitate nearly all successful intrusions, and unpatched 
software further enables the majority of attacks.  Excess privileges make hacks much easier and more 
effective, and weak or stolen credentials are still the methods of choice for attackers.  Multifactor 
authentication is rapidly becoming the new standard to alleviate this vulnerability.  In an ever evolving 
threatscape, cyber criminals have organized with established crime families as well as new 
groups.  Ransomware is on the rise, costing business and government billions.  Effectively protecting 
access to data is more important than ever, and a trained workforce is still the best defense we have 
against cyber criminals. 


Additional areas of focus in the future will be early detection and risk avoidance.  The security team has 
also begun work on enhancing the Incident Response Plan (IRP). The intent is to further identify types 
of incidents, expand roles, and develop a testing regimen similar to AOC’s Disaster Recovery 
Program.  The security team will continue to improve automation of risk assessments to better balance 
workload and hopefully make the process more intuitive for project teams.  Mr. Overton’s stated goal 
was a process that effectively ‘bakes in’ security throughout the project, rather than trying to ‘bolt-on’ 
awkward and often ineffective controls afterwards. He stated his belief that these changes would 
provide more secure, less expensive products, with seamless controls resulting in better customer 
acceptance.   
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Mr. Overton closed the presentation with the 2016 Verizon Breach Report, showing more people are 
opening and clicking on phishing emails than ever before, rising 30% from the previous year.  This is 
in spite of efforts to heighten user awareness of common vulnerabilities and attacker methods.  The 
report shows stolen credentials are the most coveted prize, with 63% of the confirmed data breaches 
in 2015 involving the use of stolen passwords. 


Data Dissemination Committee – Policy Change  
 
Judge Wynne and Ms. Happold presented the amended Data Dissemination Policy (Policy) that was 
approved by the Data Dissemination Committee (DDC).  Judge Wynne reports the amendments are 
intended to be a comprehensive rewrite of the Policy.  DDC members who also worked on GR 31 
discussed whether a dissemination policy was still needed.  The DDC decided that there was still a 
need as GR 31 did not replace everything addressed in the Policy.   However the Policy was never 
updated after GR 31 was adopted, and many of the changes were needed to be consistent with the 
court rule.  Procedurally, JIS Rule 12 applies which requires the JIS committee to submit rules for the 
release of information contained in the JIS System to the Supreme Court.  The Supreme Court may 
alter them or may send them back to the JIS Committee for further consideration. If the Supreme Court 
does not act within 45 days, then the rules adopted by the JIS Committee would go into effect.  Judge 
Wynne explained it was his position that JISCR 12 applies to the Policy amendments. 


Ms. Happold reported the DDC worked on the policy amendments for quite some time and she echoed 
Judge Wynne’s position that the Policy was in dire need of updating.  As the last comprehensive update 
of the Policy happened in 1998, it needed to be modernized with case law and GR 31, and scrivener’s 
errors and statute citations needed to be updated.  The important changes to the Policy include: 


• Allowing the dissemination of compiled reports, including defendant and individual case 
histories, to any requestor. Public requestors will only receive publically available cases. 


• Establishing a process for fulfilling financial data requests submitted to the Administrative Office 
of the Courts (AOC). 


• Updating the list of confidential data elements. 
• Prohibiting the dissemination of addresses contained in the case management systems unless 


the request or report falls under the exemptions provided in the Policy. 
• Listing distinct dissemination allowances for the local courts and county clerk’s offices in order 


to continue effective business practices and avoid an increase of staff work. 


Ms. Happold also pointed out that section VI. Procedures, subsection B. will now allow for disclaimer 
exemptions for reports, such as those created automatically in JIS which makes attaching a disclaimer 
difficult. This section will allow courts and county clerks to come to the DDC and ask for a disclaimer 
exemption due to technical impossibilities. 


Due to JISC member feedback, Ms. Happold will also change the Policy to add full write outs for DOC, 
JABS, SID and GR acronyms for definition purposes.   


During its October 28, 2016, meeting the DDC unanimously approved the draft Policy and 
recommended it to the JISC for approval.  AOC staff was also instructed to send it to all court, judicial 
partner, and county clerk associations for review and comment.   Based on questions and comments 
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received during the review period, the DDC edited certain sections that required clarification and 
finalized the draft for JISC approval. 


Motion:  Judge Thomas Wynne 


I move the adoption of the Data Dissemination Policy as amended by the JISC 
 
Second: Ms. Barb Miner 


Voting in Favor:  Chief Justice Mary Fairhurst, Ms. Lynne Campeau, Ms. Callie Dietz, Mr. Rich 
Johnson, Judge J. Robert Leach, Mr. Frank Maiocco, Judge G. Scott Marinella, Ms. Barb Miner, 
Chief Brad Moericke, Ms. Brooke Powell, Judge David Svaren, Mr. Bob Taylor, Mr. Jon Tunheim, 
Ms. Aimee Vance, Judge Thomas J. Wynne 


Opposed: None 


Absent: Mr. Larry Barker, Judge Jeanette Dalton 


The motion was passed with the understanding that the acronyms will have their names spelled out 
and initials following the first time in brackets and will then be referred to by initials in the body of the 
policy.  The next steps will be to transmit the policy to Justice Johnson and the rules committee, with a 
reminder to see rule 12 and the 45 day inaction clause. 


CIO Report  
 
Ms. Vonnie Diseth briefed the JIS Committee on AOC projects.  Ms. Diseth reported the Appellate 
Court combined team continue to work on the OnBase document management system using agile 
sprint methodology.  Very good progress has been made with the successful completion of ten major 
workflows.  At the December JISC meeting it was reported funding for the vendor was to close at the 
end of February.  However, the Supreme Court, Court of Appeals, AOC and the Project Steering 
committee have agreed to continue the funding for the project thru this fiscal year.  This will allow the 
vendor to complete the production implementation of the first release of the project.  Extra funds were 
contributed from the Appellate operating funds to keep ImageSoft onboard till the end of the biennium.  
Major development activities for release one should be ending in March as well as the beginning of 
user testing of the new system.  Document migration into the new system is planned for April of this 
year in addition to a new rollout of the system towards the end of the month.  This would give the project 
access to the vendor for operational support during the months of May and June.  Any additional time 
with the vendor would be spent working on release two.   


The SC-CMS project team is preparing for their next event, Go Live Event #5.   Event #5 implementation 
will begin in May with seven counties making it the largest in terms of counties in one event.  One issue 
dealing with link-only counties was discovered and was discussed at the steering committee meeting 
this month.  Due to the counties technical abilities, the three whom have chosen the link-only document 
management option, will not be ready to have the option implemented for the May Go Live event.  
Therefore, the affected counties have requested more time to continue working on this technical issue.  
The steering committee made a motion and agreed the primary goal is to have Odyssey implemented 
in all the counties, independent of the DMS option they choose.  If a link-only county, choosing a third 
party option, will not be ready in time for the Go Live event they will still go live with Odyssey and 
continue to work on the DMS implementation.  In this instance, they will do it in two releases, first they 







JISC Minutes 
February 24, 2017 
Page 7 of 8 
 


 
 


will make sure the third party DMS link works in their county network so clicking on the Odyssey link 
will work and second, they will continue to work on opening document access up to other counties.  
AOC received commitment that all counties, in situations where this occurs, would still continue to work 
to make the access available to all counties.  For the three counties with the link-only option who will 
not be going live with their third party DMS in May; AOC will continue to work with them at that time.   


The CLJ-CMS project recently concluded two weeks of vendor demonstrations presented by the top 
two vendors.  The next steps will be assessing the results of the demonstration and decide whether 
one or both vendors will receive onsite visits.  Onsite visits will occur in April with Notice of Apparent 
Successful Vendor in May followed by contract negotiations. 


AOC Expedited Data Exchange (EDE) Pilot Implementation Project  
 
Mr. Kevin Ammons presented the update on the Expedited Data Exchange Project.  Mr. Ammons 
began by reviewing the overall structure of the Expedited Data Exchange Program and providing a 
review of the purpose of the program.  He informed the committee that the program had encountered 
resource and scheduling issues that prevented the effort from achieving all of its plan according to the 
existing schedule.  Mr. Ammons reported that a critical shortage of business analysts and some 
technical resources had resulted in unsupportable demands on the time of project resources.   


Mr. Ammons stated that AOC had responded by re-focusing program activities on a smaller number 
of key activities to prevent overloading of existing staff.  He reported that part of the re-focusing 
includes a change in the order of courts beginning to send data to the EDR.  King County Clerk’s 
Office will begin sending data to the EDR beginning in January of 2018 and will be the first, non-JIS 
case management system to integrate with the EDR.   


Mr. Ammons also addressed a budget risk that has been identified.  While the project is well within its 
authorized budget, uncertainty over the adequacy of the JIS fund in the next biennium raises a risk 
that the authorized budget may not be available in its entirety next biennium.  Mr. Ramsey Radwan 
stated that more clarity on this risk will come when the legislative budget is approved.  While the 
funding has been allocated for the project, there is not enough funding in the entire JIS account to do 
everything as planned.  In the current biennium there is no budget issue with EDE, there is $8.5 
million appropriated and can be spent but in the new biennium any leftover or unexpended funds from 
the JIS account will go back into the account.  That account will then be drawn down on from multiple 
projects, carryover for EDE, CLJ, SC-CMS and normal operating costs.  The JIS has the 
responsibility to say what is in that pool of money and how it will be sliced in the new biennium.  It is 
not necessarily that EDE has an expenditure or funding problem but the entire JIS account has a 
funding problem in how the limited resources will be allocated to each project and ongoing support. 


Data Dissemination Committee Report (DDC)  
 
Judge Wynne reported the DDC received a request from the Umatilla County District Attorney’s office 
to provide the same access bondsman to JIS Link.  That request was denied.  King County Public 
Defenders requested level 3 access which was approved.  Another request for public defenders to have 
access to routing records to EDR thru JABS was approved due to a change in state law.  The DDC has 
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an ongoing request thru the Legal Voice regarding federal legislation interpretation.  A work group is 
being created so a solution can be found that is satisfactory to all parties. 


Adjournment 
 
The meeting was adjourned by Justice Fairhurst at 11:51 am. 
 
Next Meeting 
 
The next meeting will be April 28, 2017, at the AOC SeaTac Facility; from 10:00 a.m. to 2:00 p.m.  
 
Action Items 
 


 Action Items  Owner Status 
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Administrative Office of the Courts
Information Services Division Project Allocation & Expenditure Update


Initiatives--JIS Transition ALLOTTED EXPENDED VARIANCE
Expedited Data Exchange (EDE)
15-17 Allocation $8,540,000 $4,137,449 $4,402,551
Information Networking Hub (INH) - Subtotal $8,540,000 $4,137,449 $4,402,551


Superior Court CMS
15-17 Allocation $13,090,000 $13,090,000 $0
Superior Court CMS Subtotal $13,090,000 $13,090,000 $0


Courts of Limited Jurisdiction CMS
15-17 Allocation $3,789,000 $1,180,683 $2,608,317
Courts of Limited Jurisdiction CMS - Subtotal $3,789,000 $1,180,683 $2,608,317


Appellate Courts Enterprise CMS
15-17 Allocation $677,171 $677,171 $0
Appellate Courts Enterprise CMS - Subtotal $677,171 $677,171 $0


Equipment Replacement
15-17 Allocation $2,365,000 $2,136,323 $228,677
Equipment Replacement Subtotal $2,365,000 $2,136,323 $228,677


TOTAL 2015-2017 $28,461,171 $21,221,626 $7,239,545


Biennial Balances as of 05/31/2017
2015-2017 Allocation









		15-17 JISC Report
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Court of Limited Jurisdiction 
Case Management System 


(CLJ-CMS)
Project Update 


Michael Walsh, PMP - Project Manager
June 23, 2017
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Project Activities
• Project Team is focused on stakeholder 


outreach:
• Continuing our court and probation site visits.
• Providing project fact sheets and talking points.
• Continuing to provide project information at 


upcoming conferences. 
• Advising on integration dependencies with the 


EDE project.
• Refining the CLJ-CMS requirements traceability 


matrix.
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Procurement Activities
• Request for Proposal (RFP):
Written Proposal evaluation completed 1/17/17.
Demonstration evaluation completed 3/7/17.
On-site evaluations 4/24/17 & 4/26/17.
Cost Proposal Evaluation reviewed 6/13/17.
Project Steering Committee determines Apparent 


Successful Vendor (ASV) 6/13/17.
• JISC approves ASV 6/23/17.
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Acquisition Schedule


Task 
timeline Progress 


line Mileston
e


 CompletedTimeline 
Change
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Active Project Risks


Risk Probability/Impact Mitigation


Total Project Risks
Low Exposure Medium Exposure High Exposure


2 1 0


Significant Risk Status
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Issue Urgency/Impact Action
None


Active Project Issues
Total Project Issues


Active Monitor Deferred Closed
0 2 0 0


Significant Issues Status
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Next Steps
Milestone Date
JISC Decision Point - Apparent Successful Vendor June 2017
ASV notification and vendor debrief July 2017
Contract negotiation July – September 


2017
Anticipated contract start October 2017
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Decision Point








  Administrative Office of the Courts 
Judicial Information System Committee Meeting         June 23, 2017 
DECISION POINT – Courts of Limited Jurisdiction Case Management System – Apparent 
Successful Vendor  
MOTION:  


 I move that the JISC approve the CLJ-CMS Steering Committee’s recommendation that 
the Administrative Office of the Courts (AOC) should proceed with contract negotiations 
with the Apparent Successful Vendor for the purpose of securing a statewide case 
management system for courts of limited jurisdiction and probation departments. 


I. BACKGROUND 
On April 25, 2014, the Judicial Information System Committee (JISC) authorized the Courts 
of Limited Jurisdiction Case Management System (CLJ-CMS) project.  The project objective 
is to modernize current court and probation office business practices by replacing the 
existing system commonly known as DISCIS with a commercial off-the-shelf (COTS) 
product.   
The JISC established the CLJ-CMS Project Steering Committee to provide oversight of the 
development of the CLJ-CMS.  The committee includes representation from the District and 
Municipal Court Management Association (DMCMA), the District and Municipal Court 
Judges’ Associations (DMCJA), the Misdemeanant Corrections Association (MCA) and the 
Administrative Office of the Courts (AOC).    
On August 26, 2016, the JISC authorized the release of a Request for Proposal (RFP) for a 
commercial off-the-shelf case management solution for courts of limited jurisdiction.  Vendor 
proposals were received in November, 2016, and evaluated by representatives of the 
DMCJA, DMCMA, MCA, AOC, and local IT professionals.  Based on those evaluations, an 
Apparent Success Vendor (ASV) was agreed upon by the CLJ-CMS Project Steering 
Committee on June 13 2017.  It was agreed their proposal best satisfies the business and 
technical needs of the courts of limited jurisdiction. 
 


II. CLJ-CMS Project Steering Committee Recommendation 
   
The CLJ-CMS Project Steering Committee recommends to the JISC that AOC should 
proceed with contract negotiations with the Apparent Successful Vendor. 


  
 







  Administrative Office of the Courts 
OUTCOME IF NOT PASSED –  
Failure, to make a decision today, would delay the RFP Project Schedule as well as 
implementation of the statewide case management system for courts of limited jurisdiction 
and probation departments. 
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May 31, 2017 
 
 
 
Honorable Mary Fairhurst, Chief Justice 
Washington Supreme Court 
 
Ms. Callie Dietz 
Administrator, Administrative Office of the Courts 


Dear Chief Justice Fairhurst and Ms. Dietz: 
This report provides the May 2017 quality assurance (QA) assessment by Bluecrane, Inc. 
(“bluecrane”) for the State of Washington Administrative Office of the Courts (AOC) Courts of 
Limited Jurisdiction – Case Management System (CLJ-CMS) Project. The QA assessment 
covers the two-month period ending May 31. 


Bluecrane’s assessment of the CLJ-CMS Project is based on the professional experience and 
judgment of our expert consulting team. The report was prepared independently of project 
participants and stakeholders. 


Please contact me with any questions or comments. 


 
Sincerely, 
 


 
 
Allen Mills 
 



http://www.bluecranesolutions.com/
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1. Executive Summary 
In April and May of this year, the Courts of Limited Jurisdiction – Case Management System (CLJ-CMS) 
Project continued to make good progress. bluecrane observed activities, and participated actively where 
appropriate, in: 


• Support of the procurement of commercially available case management software and associated 
professional services. This was the primary focus of the project in April and May. Vendor 
demonstrations were held in February. Site visits to active court clients of the two vendors were 
conducted in April. The procurement schedule for an announcement of the Apparently Successful 
Vendor (ASV) has been extended from May to June to accommodate the submission of Best and Final 
Offers (BAFOs) from the competing vendors. 


• On-going Organizational Change Management (OCM) and Stakeholder Engagement. The CLJ project 
continues to leverage “lessons learned” on the Superior Court – Case Management System (SC-CMS) 
project. Project team members continue to visit multiple court and probation offices across the state 
and to provide project information and make presentations at various stakeholder conferences and 
other meetings. The formality of the OCM and Stakeholder Engagement planning and the specific 
details being developed are impressive and appear to reinforce an effective effort going forward. 


• Several meetings with the business team and the CLJ project team to better define intermediate goals 
that link the high-level goals from the CLJ project charter to the detailed requirements in the CLJ 
procurement documents. These discussions appear to be driven by another lesson learned from SC-
CMS, namely, the need to refer to clearly enunciated and documented rationale for “why” certain 
requirements were included as needs in CLJ, since memories can fade over time about the original 
motivations and justifications for requirements.  


Within this positive context, we continue to monitor four risks that we tracked in our March 31 QA report. These 
four risks are summarized in the “dashboard” on the following page with additional detail about them provided 
in the more expansive assessment in Section 3. 
Beginning with the March report, we added a tracking log for our recommendations and AOC responses that 
we will maintain over the course of the CLJ project. We have begun to include such a tracking log for our 
clients that are subject to policies promulgated by the Washington State Office of the Chief Information Officer 
(OCIO). While we recognize that AOC is not necessarily obligated to comply with those executive branch 
policies, we have found the tracking log to be a useful tool and will employ it here. Note that some risks are not 
easily mitigated and may remain open for extended periods of time. Such is not unusual. Hopefully, the 
tracking log will provide a “quick reference” for open and closed risks over the life of the CLJ project. 
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2. Summary Dashboard of Identified Risks 
 


Area of 
Assessment 


Risk 
Level 


Change in 
Risk Level 


from 
Previous 


Assessment 


Comments 


People-Related Areas 


Staffing Risk Unchanged 


Although the project has adequate resources to complete the 
procurement phase, discussions occurred in early 2017 
regarding resource allocation for AOC projects currently 
underway including the CLJ-CMS project, the Expedited Data 
Exchange (EDE) project (which is implementing the Enterprise 
Data Repository (EDR) and is critical to the King County 
projects), and the SC-CMS project. Although no reallocation of 
resources is currently planned, there is a risk that CLJ-CMS 
project resources could be redirected to the EDE project and 
potentially impact the schedule of the CLJ-CMS project.  


Project Management and Sponsorship-Related Areas 


Schedule Risk Unchanged 
The resource risk identified in the Staffing area could impact the 
CLJ-CMS schedule. Planning for CLJ-CMS is challenging since 
a baselined schedule will not be available until vendor 
negotiations have been completed in mid to late 2017. 


AOC Policy 
Regarding 


e-filing 


Risk 
Being 


Addressed 


E-filing 
requirements 


are being 
addressed 


The CLJ-CMS RFP contains explicit requirements for the 
solution to address e-filing. However, discussions among 
business, the project team, and other stakeholders have 
revealed a lack of clarity between AOC policy regarding e-filing 
and the CLJ e-filing requirements. Without clarity, there is risk to 
planning specific activities related to e-filing for CLJ 
implementation, putting scope and schedule at risk for 
“muddiness” at a minimum and possibly inadequate staffing and 
time allocation. The need for an e-filing policy was discussed at 
a CLJ-CMS Steering Committee in May. A decision was made 
by the Steering Committee for the project team to work with the 
CUWG to define policy needs as they consider an approach to 
satisfy e-filing business requirements. 
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Area of 
Assessment 


Risk 
Level 


Change in 
Risk Level 


from 
Previous 


Assessment 


Comments 


Solution-Related Areas 


Solution 
Integrations Risk Unchanged 


State-level data and system integration will be provided through 
the AOC Enterprise Data Repository (EDR) that is currently 
under development. The EDR is planned for implementation by 
the Expedited Data Exchange (EDE) project. The CLJ-CMS 
Project’s reliance on the EDR establishes a very heavy 
dependency on the success of the EDE project. 
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3. Detailed Assessment for April 1 – May 31, 2017 
 


Project Management and Sponsorship 


 
Category Project Management and Sponsorship Jan Mar May 
Area of 


Assessment Schedule 
Risk Risk Risk 


Urgency Serious Consideration 


May 31, 2017 Update: Concerns raised at the end of January and March remain, and are primarily related to 
staffing and contingency planning. The procurement phase of the project was extended a month 
accommodate the submission of Best and Final Offers (BAFOs) from the competing vendors. 


Observation/Risk 1: As noted in the Staffing area below, the reallocation of CLJ-CMS resources to the 
Expedited Data Exchange (EDE) project continues to be a possibility. The objective of the EDE project is to 
build and implement the Enterprise Data Repository (EDR) which will eventually house data from all court 
related systems. From an AOC project portfolio perspective, such a reallocation may or may not be important 
to preserving the integrity of schedules for several “in-flight” projects. From a purely CLJ-CMS Project 
perspective, the impact would likely be an unexpected delay in the timeline for rolling out the new CLJ-CMS 
solution to the many courts anticipating its use.  
Recommendation: From the perspective of the CLJ-CMS Project, the optimum solution would be to allocate 
the scarce AOC and vendor resources in such a way that the implementation of both CLJ-CMS and EDR are 
coordinated and neither project is waiting on the other. Unfortunately, a baseline schedule for CLJ-CMS will not 
be finalized until vendor negotiations have been completed later in 2017. In the meantime, it may be possible 
to develop several project portfolio scenarios using the proposed schedules from the CLJ-CMS vendor 
proposals, variations of EDE project schedules (incorporating the schedule for supporting the King County 
projects), and other projects underway at AOC to help inform resource allocation options from a broad project 
portfolio perspective. 
Observation 2: The procurement phase has been extended approximately one month. The two responses to 
the CLJ-CMS RFP were evaluated in December, vendor demos were held in February, and customer site visits 
were conducted scheduled in April. The procurement schedule for an announcement of the Apparently 
Successful Vendor (ASV) has been extended from May to June to accommodate the submission of BAFOs 
from the competing vendors. The project team is beginning to plan timelines for subsequent phases of the 
project, but the full project schedule will not be baselined until the vendor contract is executed and a project 
schedule has been developed collaboratively by the system vendor and project team and approved by the 
Steering Committee. System bidders submitted a proposed project schedule with their RFP response 
submission. The project team is reviewing the proposed vendor project schedules to understand the approach 
of each vendor in configuring the system and implementing the large number of courts involved. 
Recommendation: As project timelines are refined, schedule contingency time should be allocated to mitigate 
the risk of unforeseen complexities, staff changes, or imprecise estimates of effort. Schedule contingency can 
be allocated to individual tasks, intermediate milestones, or at the overall schedule level. Explicit schedule 
contingency is easier to track as it is consumed. The percentage of schedule contingency should be based on 
the level of confidence in the estimates for the individual tasks as affected by factors such as the experience of 
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the estimators, whether the resources are 100 percent allocated to project activities or will also be providing 
operational support, familiarity with the technology, familiarity with business processes, interdependencies, etc.  
If the schedule has no contingency to consume and activities require more time than planned, there may be a 
tendency to reduce time allotted to activities near the end of the configuration phase, including testing and 
training, to avoid extending the date for pilot Go-Live. If time is reduced for critical activities, the quality of the 
implementation can be compromised. 
 


Category Project Management and Sponsorship Jan Mar May 
Area of 


Assessment AOC Policy Regarding e-Filing No Risk 
Identified Risk 


Risk 
Being 


Addressed Urgency Serious Consideration 


May 31, 2017 Update: The need for a policy to satisfy e-filing business requirements will be discussed by 
the CUWG. 


Observation: The CLJ-CMS RFP contains explicit business requirements to address an e-filing capability. 
However, discussions among business, the project team, and other stakeholders have revealed a lack of 
clarity between AOC policy regarding e-filing and the CLJ e-filing requirements. Without clarity, there is risk to 
planning specific activities related to e-filing for CLJ implementation, putting scope and schedule at risk for 
“muddiness” at a minimum and possibly inadequate staffing and time allocation. 


While this risk is closely related to the “Solution” area, we have chosen to list this risk in the “Project 
Management and Sponsorship” area because resolution requires the attention of the CLJ Project Steering 
Committee, AOC executive staff, and possibly by the JISC. 


Status: The e-filing requirements are being updated. The need for an e-filing policy was discussed at a CLJ-
CMS Steering Committee in May. A decision was made by the Steering Committee for the project team to work 
with the CUWG to define policy needs as they consider an approach to satisfy e-filing business requirements. 
 


Category Project Management and Sponsorship Jan Mar May 
Area of 


Assessment Governance No Risk 
Identified 


No Risk 
Identified 


No Risk 
Identified Urgency N/A 


May 31, 2017 Update: No change. 


Observation: The implementation of the CLJ-CMS project involves and impacts many stakeholders at the 
courts, AOC, and other state agencies. The structure of the project presents a challenge to the efficient and 
effective decision-making that will be needed to keep the project progressing successfully through the 
implementation.  
Project governance is defined in the Project Charter and is being executed effectively by the Project 
Leadership, Executive Sponsors, Steering Committee, and JISC.  
Business functionality governance is achieved through the Court User Workgroup (CUWG). 
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Category Project Management and Sponsorship Jan Mar May 
Area of 


Assessment Scope No Risk 
Identified 


No Risk 
Identified 


No Risk 
Identified Urgency N/A 


May 31, 2017 Update: The business team is continuing to work with the project team to develop a list of 
implementation goals for areas such as conversion, training, and court rollout that will be used to inform 
vendor negotiations. 


Observation: Effective management of scope is critical to the success of the project in meeting schedule and 
budget constraints. A “baseline” for scope is established prior to the start of contract negotiations and then 
managed using the project change control and governance processes through the life of the project. Project 
scope is reviewed and communicated frequently to stakeholders during the project through the organizational 
change management process. These activities will help to ensure that stakeholders understand the scope of 
the project and are involved in changes to scope at appropriate levels of the organization. 
The scope of the CLJ-CMS project is established in the system vendor RFP requirements and includes the 
deliverables defined in the Statement of Work (SOW). It is possible that the scope will be modified during the 
fit-gap analysis when the requirements are validated by the selected system vendor, AOC, and the CUWG. 
Scope will be managed through the Requirements Traceability Matrix, system vendor contract deliverables, 
and the Project Change Management process. 
Modifications to project scope can impact the project schedule and budget. Project scope can be increased 
through the addition of requirements or by expansion of project activities. As the requirements are further 
defined during the vendor fit-gap activity, there may be discoveries that result in the need for additional scope 
that was not identified in the RFP requirements, or there may be refinements of requirements that result in the 
expansion of work activities that impact the schedule or budget.  
If project scope is expanded without a corresponding increase in project resources due to budget constraints, it 
may be necessary to increase the duration of implementation activities. 
Status: The business team is working with the project team to develop a list of implementation goals for areas 
such as conversion, training, and court rollout that will be used to inform vendor negotiations. The 
communication of goals will help ensure that vendor, AOC, and court expectations and resource allocation is 
aligned with stakeholder needs and will provide guidance for project implementation.  
 


Category Project Management and Sponsorship Jan Mar May 
Area of 


Assessment Budget No Risk 
Identified 


No Risk 
Identified 


No Risk 
Identified Urgency N/A 


May 31, 2017 Update: No change. 


Observation: An initial budget for the project has been allocated. The budget may be revised based on the 
executed system vendor contract. 
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Category Project Management and Sponsorship Jan Mar May 
Area of 


Assessment PMO: Change, Risk, Issue, Quality Management No Risk 
Identified 


No Risk 
Identified 


No Risk 
Identified Urgency N/A 


May 31, 2017 Update: No change. 


Observation: The project team is beginning to establish processes to manage and track the project. Project 
communications are occurring at regularly scheduled project team, sponsor, and steering committee meetings.  
It is important that the quality of project deliverables be considered when estimating effort and resources 
required to complete the deliverables. Stakeholders at all levels should consider the impact to the success of 
the project if quality is compromised to meet previously identified milestones. The effect of quality on the 
success of the project will be most apparent in the areas of requirements, organizational change management, 
testing, and integrations.  
Recommendation: As identified in the Project Schedule area, an evaluation should be performed in all areas 
of the project to ensure that estimates of effort and resources remain accurate and include sufficient 
contingency to allow for discoveries that will occur in the upcoming phases. Project stakeholders should 
support the project’s evaluation of effort and time required to produce quality deliverables and results.  
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People 


 
Category People Jan Mar May 
Area of 


Assessment Staffing 
Risk Risk Risk 


Urgency Urgent Consideration 


May 31, 2017 Update: Concerns raised at the end of January and March remain. It will be difficult to 
estimate the impact of resource allocation on the CLJ-CMS project until a vendor has been selected and a 
baseline schedule has been established. 


Observation/Risk: The project has adequate resources to complete the procurement phase. Based on 
lessons learned from the SC-CMS project, CLJ-CMS resources were allocated early in the project to perform 
business analysis, technical analysis, and organizational change management. These project resources are 
being utilized to support the procurement of the CLJ-CMS vendor as well as preparations for upcoming phases 
of the project. Additionally, planning is underway to determine the resource needs and timing for the remainder 
of the project to ensure adequate funding and allocation of resources when needed. Areas under consideration 
include business analysis, training, deployment, and operational support. 
Although the project has sufficient resources for this stage of the project, discussions occurred in early 2017 
regarding resource allocation for AOC projects currently underway, including the CLJ-CMS project, the 
Expedited Data Exchange (EDE) project (implementing the Enterprise Data Repository), and the SC-CMS 
project. Although no reallocation of resources has occurred since then, a risk remains that CLJ-CMS project 
resources could be redirected to the EDE and/or SC-CMS projects, and potentially impact the schedule of the 
CLJ-CMS project. It will be difficult to estimate the impact of resource allocation on the CLJ-CMS project until a 
vendor has been selected and a baseline schedule has been established.  
Recommendation: As noted in the Software Integrations area, the CLJ-CMS project is heavily dependent 
upon the implementation of the EDR. If a decision is made to not implement any CLJ-CMS courts prior to a 
stable integration between CLJ-CMS and EDR, then a delay in the implementation of the EDR or the 
integration between CLJ-CMS and EDR would have a corresponding delay in the Go-Live date of CLJ-CMS. 
At the same time, if resources are reallocated from the CLJ-CMS project to the EDE project for reasons 
important to the integrity of schedules of other projects in AOC’s project portfolio, then the impact to CLJ-CMS 
is likely to be a later than the planned rollout to the CLJ courts. From a purely CLJ-CMS Project perspective, 
the optimum solution would be to allocate the scarce AOC and vendor resources in such a way that the 
implementation of both CLJ-CMS and EDR are coordinated and neither project is waiting on the other. As 
previously noted, a baseline schedule for CLJ-CMS will not be finalized until vendor negotiations have been 
completed in mid- to late 2017. In the meantime, it may be possible to develop several project portfolio 
scenarios using the proposed schedules from the CLJ-CMS vendor proposals, variations of EDE project 
schedules (incorporating the schedule for supporting the King County projects), and other projects underway at 
AOC to help inform resource allocation options from a broad project portfolio perspective. 
With regard to planning for the CLJ-CMS project, bluecrane agrees with the project’s approach to conduct 
early planning for resource requirements through the duration of the project. Lack of sufficient resources 
continues to be an issue with the SC-CMS project as they attempt to facilitate and complete the 
implementation readiness activities for upcoming courts and, at the same time, provide adequate support to 
the courts where the system has been implemented. Implementation requires sharing the limited AOC, vendor, 
and local court and probation resources that are knowledgeable and proficient in the new system functionality. 
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This resource “bubble” of demand for support and operational resources will eventually subside as the courts 
are implemented and court personnel increase their knowledge and skills in the use of the new system. 
Eventually, AOC and local court resources will be redirected from support of legacy systems to support of the 
new system. However, setting expectations with local courts for the level of support they can expect for rollout 
and operational support during the implementation of both the new and legacy systems will help smooth the 
transition. 
Status: As identified in the project staffing plan, resources are being added to the project as needed. An 
approach has been outlined by the project for the AOC operations staff to begin supporting CLJ-CMS at the 
point of pilot implementation.  
 


Category People Jan Mar May 


Area of 
Assessment 


Stakeholder Engagement/Organizational Change 
Management No Risk 


Identified 
No Risk 


Identified 
No Risk 


Identified 
Urgency N/A 


May 31, 2017 Update: No change. 


Observation: Organizational Change Management (OCM) activities are underway with project information 
being disseminated through association meetings and other events, Washington court websites, and 
awareness surveys. An OCM sub-team has been formed with participants from the CLJ-CMS project and from 
other business and information technology support areas at AOC. OCM requirements have been identified in 
the vendor RFP and include requirements for vendor support and involvement in OCM activities. 
Note that we differentiate between four types of stakeholder engagement communications that occur during a 
system implementation: stakeholder relationship management, organizational change management, project 
communications, and transition management.  


1. Stakeholder relationship management communication activities are aimed at ensuring support and 
positive involvement of stakeholders who have the ability to influence the success of the project.  


2. Organizational change management communication activities focus on change within the social 
infrastructure of the workplace to support new ways of doing work and overcoming resistance to 
change by setting expectations with regard to specific changes to the workplace.  


3. Project communications are used to inform executives, sponsors, business management, interface 
partners, and other stakeholders of project progress, accomplishments, planned activities, risks, and 
issues. 


4. Transition management communications provide stakeholders with information about the product and 
changes to operations primarily through training. 


This section of the report focuses on the first two areas of stakeholder relationship management and 
organizational change management. Project communications are assessed in the PMO Processes area and 
transition management is assessed in the Training and Rollout, User Support, and Operations areas. 
Recommendation: Effective organizational change management and stakeholder relationship management 
are key to successful implementation of any project. These areas are especially critical in this project due to 
the need to implement standardized processes across the state and the large number of stakeholders 
dispersed throughout the state. The engagement of these dispersed stakeholders requires an emphasis on 
project activities to ensure that stakeholders are informed of project progress, are aware of short-term and 
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long-term impacts to business processes, have their concerns solicited and addressed through the life of the 
project, and have their expectations set as to the functionality that will and will not be available in the system.  
bluecrane agrees with the approach taken by the OCM team in assessing stakeholder groups on a regular 
basis to monitor their level of involvement and support of the project and how court staff are moving along the 
Change Acceptance Curve through awareness and understanding. Two-way communication is exceedingly 
important in gauging the effectiveness of communications. 
bluecrane also agrees with the approach to have the system vendor provide resources to support OCM 
activities. Although OCM is primarily an activity that should be driven by AOC and court business leaders, 
OCM strategies cannot be effectively implemented without sufficient resources to perform the work. 
 


Category People Jan Mar May 
Area of 


Assessment Training No Risk 
Identified 


No Risk 
Identified 


No Risk 
Identified Urgency N/A 


May 31, 2017 Update: No change. 


Observation: Planning for system training has begun, including consideration of the involvement of the system 
vendor in providing training, the timing of training, and configuration of the system training environment. 
Training requirements have been specified in the RFP. 
 


Category People Jan Mar May 
Area of 


Assessment Rollout, User Support, and Operations No Risk 
Identified 


No Risk 
Identified 


No Risk 
Identified Urgency N/A 


May 31, 2017 Update: No change. 


Observation: The project team has begun implementation planning with respect to the timing and resource 
requirements for court preparation, conversion, training, Go-Live events, and transition to operations. Due to 
the large number of courts to be moved to the new system (300+), consideration is being given to the best 
approach that will result in quality implementations in the least amount of time. Alternatives include (1) 
beginning the pilot implementation with one or more of the larger courts to quickly begin building a reserve of 
court staff that will assist with implementations in other courts or (2) starting small to gain experience with 
smaller courts first. Bidders have been asked to propose a rollout strategy in their response to the system 
implementation RFP. 
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Category People Jan Mar May 
Area of 


Assessment Contract and Deliverables Management No Risk 
Identified 


No Risk 
Identified 


No Risk 
Identified Urgency N/A 


May 31, 2017 Update: No change. 


Observation: The draft system vendor contract has been completed and included in the RFP. Development of 
the draft contract was a collaborative effort by the AOC Contracts Office, CLJ-CMS stakeholders, and the State 
Attorney General’s Office. The final contract will be negotiated with the selected CLJ-CMS vendor.  
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Solution 


 
Category Solution Jan Mar May 
Area of 


Assessment Software Integrations 
Risk Risk Risk 


Urgency Serious Consideration 


May 31, 2017 Update: No change. 


Observation: There are two levels of integrations between CLJ-CMS and other computer systems. State-
level integrations will provide the transfer of information between CLJ-CMS and other state systems, 
including those at AOC and other state agencies such as the Department of Corrections and State Patrol. 
The state-level systems at AOC include the Judicial Information System (JIS) that provides access to case 
information across the state. The second type of integrations are local court integrations that will provide 
the transfer of information between CLJ-CMS and local court and local government information systems. 
State-level integration will be provided through the AOC Enterprise Data Repository (EDR), which is 
currently under development. The EDR is planned for implementation in 2017 by the Expedited Data 
Exchange (EDE) project. King County District Court will be the first court supported by the EDR as part of 
the independent King County case management system implementation. If the EDR is not implemented in 
time for the first CLJ-CMS court, then the CLJ-CMS project would have to either (1) delay the first court 
implementation until the EDR is completed or (2) build separate integrations using completed components 
of the EDR to support the CLJ-CMS courts.  
The CLJ-CMS project’s reliance on an operational EDR establishes a very heavy dependency on the 
success of the EDE project. A similar dependency existed between the SC-CMS project and the 
Information Networking Hub (INH) project. While the INH project was completed in time for the SC-CMS 
pilot, there was not sufficient time for testing, which has resulted in continuing integration-related problems 
for the SC-CMS rollout. At this time, we simply provide an observation that the dependency between the 
two projects is significant, but we are not raising a risk. (Note, however, that we have raised a risk of the 
potential for resource reallocation from the CLJ-CMS project to the EDE project.) 
Recommendation: We recommend that one or more members of the CLJ-CMS project team continue to 
attend EDE project meetings to stay informed on project progress, issues, and risks. We also recommend 
that the CLJ-CMS project be involved in EDR testing as early as possible to reduce the possibility of 
integration problems during and following the pilot. 
Status: A problem has existed since the implementation of the SC-CMS pilot with the integration 
components that synchronize case and party data between Odyssey and other AOC judicial information 
systems (JIS). This has resulted in a backlog that prevents the timely update of Odyssey data in other AOC 
and state systems. The backlog has the potential to result in legal problems if court decisions are made 
using stale data in the JIS.  
In November 2016, analysis was conducted to determine if there were alternatives to the SC-CMS replication 
process that could be implemented in a short enough timeframe to provide benefit to the project. One of the 
alternatives considered at that time is to build an integration between Odyssey and the Enterprise Data 
Repository (EDR) currently under construction. It is not clear if the implementation of any of the alternatives will 
have a schedule, budget, or scope impact on the CLJ-CMS project. However, if resources are reallocated from 
construction of the EDR-to-SCCMS integration, the timeline for implementation of the EDR could be impacted. 
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Additionally, resources may be reallocated from the CLJ-CMS project to assist with the SC-CMS integration 
effort or with the construction of the EDR. 
 


Category Solution Jan Mar May 
Area of 


Assessment Vendor Procurement No Risk 
Identified 


No Risk 
Identified 


No Risk 
Identified Urgency N/A 


May 31, 2017 Update: The procurement for the CLJ-CMS software vendor continues on-track. 


Observation: Two vendor proposals were received in December 2016. Proposal evaluations were 
conducted in December, with both vendors moving on to the demonstration stage of the procurement.  
Demonstrations by vendors were held in February. Customer site visits were conducted in April. 
 


Category Solution Jan Mar May 
Area of 


Assessment Business Processes/System Functionality No Risk 
Identified 


No Risk 
Identified 


No Risk 
Identified Urgency N/A 


May 31, 2017 Update: No change. 


Observation: The Court Business Office (CBO) got an early start on defining the CLJ business processes that 
were used as a basis for deriving the requirements for system functionality to support the processes. The CLJ-
CMS CUWG was formed to represent the business interests of the CLJ courts and engaged to develop a set of 
future-state business processes. The CBO worked with CUWG members to identify and address problems that 
courts are currently experiencing with the legacy system and their existing business processes.  
Recommendation: bluecrane agrees with the approach taken by the CBO to work with the CLJ CUWG, 
Steering Committee, and court stakeholders to standardize business processes as much as possible across 
the state to align with core system functionality of the selected Commercial Off-the-Shelf system. Standardized 
business processes will reduce cost and complexity of both the short-term project implementation and long-
term operational support of the business processes and supporting system functionality. We highly recommend 
that, where possible, courts modify their business processes to align with the standardized processes. 
A second recommendation is to identify as early as possible any local systems that have been implemented in 
the courts or any systems planned for implementation that have duplicative functionality with the derived CLJ-
CMS functional requirements. It is important to understand the mapping of these ancillary systems to CLJ-CMS 
requirements to determine an approach for providing similar functionality in the new system and 
decommissioning the local legacy systems. 
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Category Solution Jan Mar May 
Area of 


Assessment Solution Requirements, Design, and Configuration No Risk 
Identified 


No Risk 
Identified 


No Risk 
Identified Urgency N/A 


May 31, 2017 Update: No change. 


Observation: Requirements for information systems are typically divided into those required to support 
business processes and those to support the technical needs. Both types of requirements have been identified 
in the RFP, being further divided into mandatory and desirable requirements. The business requirements were 
developed by the CBO in conjunction with the CUWG. The CBO focused on deriving the approximately 1,500 
requirements based on future-state business processes that were developed by addressing problems that 
courts are currently experiencing. A requirements traceability matrix is being maintained to log changes to the 
requirements, including the reason for each change. Using lessons learned from the SC-CMS project, the 
requirements development was begun well in advance of the development of the RFP. It is expected that not 
all identified business requirements will be implemented due to budget constraints. This expectation has been 
communicated to the CUWG and Steering Committee. 
Technical requirements have been identified in the RFP as well, including browser, security, and performance 
requirements. The technical requirements are based on information technology best practices and were 
derived using input from the AOC technical SMEs, technical requirements from the SC-CMS RFP, and lessons 
learned from the SC-CMS project. 
Recommendation: bluecrane agrees with the approach taken by the project to drive towards limiting the 
amount of software customizations and modifications in the configuration of the system for local court 
implementations. Software customizations are problematic long-term due to the need for ongoing modifications 
and testing necessary to keep system customizations in synch with new versions of the core system as they 
are released. Variances in local configurations increase the amount of implementation resources and 
timeframe needed for each court and are difficult and expensive to support long-term. In nearly all cases, a 
less expensive and less troublesome approach is for courts to make the often minor modifications to their 
business processes to align with the core COTS system functionality.  
  


Category Solution Jan Mar May 
Area of 


Assessment Information Retrieval and Reporting No Risk 
Identified 


No Risk 
Identified 


No Risk 
Identified Urgency N/A 


May 31, 2017 Update: No change. 


Observation: The business requirements identified in the CLJ-CMS RFP include requirements for reporting 
and on-line access to party and case information. As part of the implementation, the project will conduct an 
analysis to determine legacy system reports that can be replaced by reports that come standard with the new 
system and those legacy reports that will require new reports to be developed using a report development tool.  
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Data 


 
Category Data Jan Mar May 
Area of 


Assessment Data Preparation No Risk 
Identified 


No Risk 
Identified 


No Risk 
Identified Urgency N/A 


May 31, 2017 Update: No change. 


Observation: The project team has an early start on communicating to courts the need to resolve data 
inaccuracies in the legacy systems on an on-going operational basis prior to conversion of their data to the 
new system. Data profiling reports are being provided to courts to identify data anomalies in the Judicial 
Information System (JIS). The preparation of data for conversion is typically a long, tedious activity that should 
be started as early as possible since the local court and probation resources that are allocated to data clean-up 
also have daily operations responsibilities.  
If local courts do not allocate sufficient resources to data preparation activities, data problems will be 
transferred to the new system. Data quality issues may affect synchronization processes, which could indirectly 
(or directly) impact court operations. 
Recommendation: bluecrane agrees with the approach being taken by the project to encourage courts to 
review data quality reports and resolve noted data problems as part of their normal ongoing operational 
processes.  
 


Category Data Jan Mar May 
Area of 


Assessment Data Conversion No Risk 
Identified 


No Risk 
Identified 


No Risk 
Identified Urgency N/A 


May 31, 2017 Update: No change. 


 
Observation: The conversion specialist has begun to analyze the legacy data to begin building estimates for 
conversion complexity and duration. The business analysts have also begun to analyze the legacy data and 
are starting work on conversion rules. A Conversion Strategy document has been developed. 
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Infrastructure 


 


Category Infrastructure Jan Mar May 
Area of 


Assessment Statewide Infrastructure Not 
Assessed 


Not  
Assessed 


Not  
Assessed Urgency N/A 


This area will be assessed later in the project, as needed. 
 


Category Infrastructure Jan Mar May 
Area of 


Assessment Local Infrastructure Not 
Assessed 


Not  
Assessed 


Not  
Assessed Urgency N/A 


This area will be assessed later in the project, as needed. 
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4. Tracking Log of Quality Assurance Recommendations and AOC Responses 
 


Recommendation Finding(s) Date 
Offered 


Date 
Closed QA Status 


1 


As project timelines are refined, schedule 
contingency time should be allocated to 
mitigate the risk of unforeseen 
complexities, staff changes, or imprecise 
estimates of effort. Schedule contingency 
can be allocated to individual tasks, 
intermediate milestones, or at the overall 
schedule level. 


The full project schedule will not 
be baselined until the vendor 
contract is executed and a 
project schedule has been 
developed collaboratively by the 
system vendor and project team 
and approved by the Steering 
Committee. Potential system 
vendors have been asked to 
provide a detailed schedule with 
their proposal submission. 


07/31/16 Open 


The project team is beginning to 
plan timelines for phases that are 
subsequent to the procurement 
phase, but the full project 
schedule will not be baselined 
until the vendor contract is 
executed and a project schedule 
has been developed 
collaboratively by the system 
vendor and project team and 
approved by the Steering 
Committee. 


2 


One or more members of the CLJ-CMS 
project team should attend EDE project 
meetings to stay informed on project 
progress, issues, and risks. We also 
recommend that the CLJ-CMS project be 
involved in EDR testing as early as 
possible to reduce the possibility of 
integration problems during and following 
pilot. 


The CLJ-CMS project’s reliance 
on the EDR establishes a very 
heavy dependency on the 
success of the EDE project. 


07/31/16 Open 


The CLJ-CMS project team has 
developed a contingency plan if 
the EDR integration ability is not 
available when needed. 


 


3 Closed Item – see end of table 
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Recommendation Finding(s) Date 
Offered 


Date 
Closed QA Status 


4 


Consider the possibility of developing 
several project portfolio scenarios using 
the proposed schedules from the CLJ-
CMS vendor proposals, variations of 
EDE project schedules (incorporating the 
schedule for supporting the King County 
projects), and other projects underway at 
AOC to help inform resource allocation 
options from a broad project portfolio 
perspective. 


Discussions regarding 
reallocation of CLJ-CMS 
resources to the Expedited Data 
Exchange (EDE) project that is 
constructing the Enterprise Data 
Repository (EDR) are on-going. 


01/31/17 Open 


From the perspective of the CLJ-
CMS Project, the optimum 
solution would be to allocate the 
scarce AOC and vendor 
resources in such a way that the 
implementation of both CLJ-CMS 
and EDR were coordinated and 
neither project was waiting on the 
other. 


5 


Immediately raise the priority of 
addressing the apparent disconnect 
between AOC policy and the CLJ 
requirements with respect to e-filing. 
Resolution will almost certainly require 
the attention of the CLJ Project Steering 
Committee, AOC executive staff, and, 
possibly, the JISC. 


The CLJ-CMS RFP contains 
explicit requirements for the 
solution to address e-filing. 
However, recent discussions 
among business, the project 
team, and other stakeholders 
have revealed a lack of clarity 
between AOC policy regarding e-
filing and the CLJ e-filing 
requirements.  


03/31/17 Open 


Without clarity, there is risk to 
planning specific activities related 
to e-filing for CLJ implementation, 
putting scope and schedule at 
risk for “muddiness” at a 
minimum and possibly 
inadequate staffing and time 
allocation. 


 
  







® 


Quality Assurance Assessment Bluecrane, Inc. 
May 2017 Assessment 


AOC CLJ-CMS Project                                                                                                                           Page 19 


 


 


CLOSED ITEMS 
 


Recommendation Finding(s) Date 
Offered 


Date 
Closed QA Status 


3 


Expectations should be set with 
evaluators and alternate evaluators as to 
the time commitment required to perform 
a quality evaluation of the RFP vendor 
proposals.  


Evaluators will be expected to 
attend evaluator training, perform 
the evaluations, attend vendor 
demonstrations, and deliberate 
on vendor selection. 


09/30/16 11/30/16 
The procurement for the CLJ-
CMS software vendor is 
progressing smoothly. 
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5. Explanation of bluecrane’s Approach to Quality Assurance 


We began our Quality Assurance engagement for the AOC CLJ-CMS project by developing an 
understanding of the project at a macro level. We started by analyzing the following five “Project 
Areas”: 


• Project Management and Sponsorship 
• People  
• Solution 
• Data 
• Infrastructure 


It is not our practice to duplicate Project Management activities by following and analyzing each 
task and each deliverable that our clients are tracking in their project management software 
(such as Microsoft Project). Rather, we identify those groups of tasks and deliverables that are 
key “signposts” in the project. While there are numerous tasks that may slip a few days or even 
weeks, get rescheduled, and not have a major impact on the project, there are always a number 
of significant “task groups” and deliverables that should be tracked over time because any risk 
to those items–in terms of schedule, scope, or cost–have a potentially significant impact on 
project success. 


We de-compose the five Project Areas listed above into the next lower level of our assessment 
taxonomy. We refer to this next lower level as the “area of assessment” level. The list of areas 
of assessment grows over the life of the project. The following list is provided as an example of 
typical areas of assessment: 
 


• Project Management and Sponsorship 
o Governance 
o Scope 
o Schedule 
o Budget 
o PMO: Change, Risk, Issue, Quality Management  


• People  
o Staffing 
o Stakeholder Engagement/Organizational Change Management 
o Training 
o Rollout, User Support, and Operations 
o Contract and Deliverables Management 


• Solution 
o Vendor Procurement 
o Business Processes/System Functionality 
o Solution Requirements, Design, and Configuration 
o Software Integrations 
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o Information Retrieval and Reporting 
• Data 


o Data Preparation 
o Data Conversion 


• Infrastructure 
o Statewide Infrastructure 
o Local Infrastructure 


For each area of assessment within a Project Area, we document in our QA Dashboard our 
observations, any issues and/or risks that we have assessed, and our recommendations. For 
each area, we assess activities in the following three stages of delivery: 


• Planning – is the project doing an acceptable level of planning? 


• Executing – assuming adequate planning has been done, is the project performing 
tasks in alignment with the plans the project has established? 


• Results – are the expected results being realized? (A project that does a good job of 
planning and executing those plans, but does not realize the results expected by 
stakeholders, is a less than successful project. Ultimately, results are what the project is 
all about!) 
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Assessed status is rated at a macro-level using the scale shown in the table below. 


Assessed 
Status Meaning 


Extreme 
Risk 


Extreme Risk: a risk that project management must address or the entire project 
is at risk of failure; these risks are “show-stoppers” 


Risk Risk: a risk that is significant enough to merit management attention but not one 
that is deemed a “show-stopper” 


Risk Being 
Addressed 


Risk Being Addressed: a risk item in this category is one that was formerly red 
or yellow but, in our opinion, is now being addressed adequately and should be 
reviewed at the next assessment with an expectation that this item becomes 
green at that time 


No Risk 
Identified No Risk Identified: “All Systems Go” for this item 


Not Started Not Started: this item has not started yet or is not yet assessed 


Completed 
or Not 


Applicable 
Completed/Not Applicable: this item has been completed or has been deemed 
“not applicable” but remains a part of the assessment for traceability purposes 


We recognize that simultaneously addressing all risk areas identified at any given time is a 
daunting task–and not advisable. Therefore, we prioritize risk items in our monthly reports as: 


1. Very Urgent Consideration 
2. Urgent Consideration 
3. Serious Consideration 


Rating risks at the macro-level using the assessed status and urgency scales described above 
provides a method for creating a snapshot that project personnel and executive management 
can review quickly, getting an immediate sense of project risks. The macro-level ratings are 
further refined by describing in detail what the risk/issue is and what remedial actions are being 
taken/should be taken to address the risk/issue. The result is a framework for AOC CLJ-CMS 
management to evaluate project risks–in terms of business objectives and traditional project 
management tasks. 
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 Live with Odyssey – May 8, 2017
 Go Live issues from May 8-19, 2017:


Recent Activities
Event #5 – May 2017 Go Live


(Cowlitz, Grays Harbor, Klickitat, Mason, Pacific, Skamania, 
and Wahkiakum Counties)


Logged Open Closed New Development
133 22 111 0


 Conducted on site lessons learned – May 2017
 Successfully implemented Link Only with Klickitat 


and Skamania county







Deployment Percent Complete


Pilot Early Adopters Snohomish County Event 4 Event 5 Event 6 Event 7 Event 8


16 Counties


43%
7 Counties 12 Counties 2 Counties


57%
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Recent Activities
Event #6 - October 2017 Go Live


(Clallam, Island, Jefferson, Kitsap, San Juan, Skagit, 
and Whatcom Counties)


 Monthly Stakeholder Meetings – May 2017
 Successfully converted first iteration of case data from 


SCOMIS to Odyssey – May 2017
 Power User Training – June 2017
 Begin Biweekly Technical Meetings – June 2017
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Upcoming Activities
Event #6 – Go Live October 2017
 Begin 3rd Party DMS document metadata extract –


June 2017 (Clallam, Jefferson, and San Juan 
counties)


 Business Process Reviews – July 2017
 Begin Local Configuration
Event #7 – Go Live June 2018
 On-site Odyssey demonstrations - July 2017
 Technical review kickoff meetings - July 2017
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Other Activities
 Review audit functionality prototype with 


Court User Work Group (CUWG) – June 
2017


 Review audit project schedule with CUWG 
– June 2017
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Event 5 Implementation
Cowlitz, Grays Harbor, Klickitat, Mason, Pacific, Skamania, Wahkiakum


MILESTONES or PROJECT DELIVERABLES CURRENT PLAN DATE
 Kickoff Completed October 2016
 Local Configuration Begins November 2016
 Second Conversion Push and Power User Review March 2017
 60 Day Go-Live Readiness Assessment March 2017
 30 Day Go-Live Readiness Assessment April 2017
 Document Image Extracts Complete May 2017
 Document Links and Meta Data Extract Complete May 2017
 End User Training Complete May 2017
 Go Live Implementation May 2017
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Event 6 Implementation
Clallam, Island, Jefferson, Kitsap, San Juan, Skagit, Whatcom


MILESTONES or PROJECT DELIVERABLES CURRENT PLAN DATE
 Kickoff Completed January 2017
 Local Configuration Begins July 2017
 Second Conversion Push and Power User Review July 2017
 60 Day Go-Live Readiness Assessment August 2017
 30 Day Go-Live Readiness Assessment September 2017
 Document Image Extracts Complete October 2017
 Document Links and Meta Data Extract Complete October 2017
 End User Training Complete October 2017
 Go Live Implementation October 2017
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ITG Request 45 – Appellate 
Courts Enterprise Content 


Management System
(AC-ECMS)


Project Update


Martin Kravik, Project Manager


June 23, 2017
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 Added Project Funding
• The Supreme Court, Court of Appeals, and AOC collectively 


added $185,000 to the project


• Extended the project until the end of June


Recent Activities


(24)


AC-ECMS Iterations
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Iterations 10 through 23
 Built the following business process workflows:


• COA Personal Restraint Petition
• COA Commissioner Decision
• COA Clerk Decision
• COA Judge Decision
• COA Judge Panel Decision
• COA Motion Status Tracking
• Flagging/Notification of Expedited Cases


Recent Activities (cont.)
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 Built the following business process workflows 
(continued):
• Supreme Court Filing Review
• Supreme Court Commissioner Amicus Review
• Supreme Court Clerk Review
• Case Consolidation/Deconsolidation
• Case Linking/Unlinking
• Case Transfer from COA Division to COA Division, 


COA Division to Supreme Court, and Supreme Court 
to COA Division


Recent Activities (cont.)
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 Finalized updated appellate court eFiling system
 Refined the lookup to ACORDS to improve accuracy and 


response time
 Installed and configured document indexing
 Conducted a hands-on functionality review for court staff
 Planned document conversion


Recent Activities (cont.)
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Rollout Schedule


Court May 15 May 30 June 12 June 26


Supreme Court


COA Division III


COA Division II


COA Division I







ADMINISTRATIVE OFFICE OF THE COURTS 
Information Services Division


Page 7


Issue Urgency/Impact Action


System will not be 
fully developed 
before contract
funding is exhausted.


High/High Ensure AOC team members are 
trained well enough to continue.


Conduct long term strategic budget 
planning.


Active Project Issues


Significant Issues Status


Total Project Issues
Low Urgency Medium Urgency High Urgency Closed


0 0 1 0
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Strengths 
1) Program Steering Committee
2) Program Sponsorship
3) Project Controls and Current Status
 Scope
 Schedule
 Budget
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Emphasis of Follow-on #4 Assessment 
1) Proficient Management Controls
2) Effective Communication
3) Coordination of Integration
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Assessment 
Category


Baseline 
Assessment


Follow-on 
Assessment #2


Follow-on 
Assessment #3


Follow-on 
Assessment #4


1.0 Planning Oversight
2.0 Program Management
3.0 Quality Management
4.0 Requirements Management
7.0 Systems and Acceptance 


Testing
8.0 Software Development


10.0 Data Management
11.0 Ongoing Operations
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Executive Summary 
This follow-on report constitutes the fourth of nine (9) quality assurance assessment reports 


that will be conducted for the Information Networking Hub Expedited Data Exchange (INH 


EDE) Program. The final assessment will be comprised of a “lessons learned” report. This fourth 


report builds on the Baseline and subsequent reports provided by the Integrated Solutions 


Group (ISG) team starting in June of 2016.  


The Information Networking Hub Expedited Data Exchange (INH EDE) is currently under 


development by the Administrative Office of the Courts (AOC). When complete, the INH EDE 


will perform a critical business function of providing access to offender data statewide, 


across jurisdictions so that continued public safety of Washington residents can be assured. 


The INH EDE will eventually replace a legacy data repository that contains offender data 


from all thirty-nine Washington counties.  


 
The Baseline Assessment report emphasized the need for the INH EDE stakeholders to 


recognize the endeavor as a program and not as individual projects. Additionally, the 


Baseline Assessment and follow-on reports #2 and #3 highlighted and prioritized 


recommendations that focused on achieving efficient planning (develop and implement a 


Program Management Plan – (PMP); effective communications (develop and implement the 


communication plan within the PMP); and implementation of program controls 


(operationalize processes in the PMP). The Program has made strides in this regard, with 


development and utilization of program level management and control mechanisms that 


have enhanced not only the program’s performance, but also have reduced assessed risks 


to deliver on the program’s critical milestones.  
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ISG developed assessment report #4 during the four months following delivery of assessment 


report #3. During the four months since delivery of assessment report #3 significant technical 


challenges were identified and brought forward to the Steering Committee and Executive 


Stakeholders. Initially in the December and January Steering Committees, issues around data 


management between enterprise AOC information system were reported. These issues were 


followed by the program manager reporting in the subsequent month’s Steering Committee, 


that lack of resources within several AOC tracks were significantly impacting the program’s 


projected Integrated Program Schedule (IPS) milestone completion dates. Both sets of issues 


were brought to the Steering Committee for resolution. In February of 2017, the Steering 


Committee requested that the managers form a focus group to resolve the resource and 


technical complexity issues and risks. The three (3) organizations of AOC, KCDC and KCCO 


spent several focused sessions working to develop potential resolutions. In the end, the group 


determined that the best path forward was to re-cast the program schedule. The program’s 


focused group worked in a collaborative and productive manner to produce a revised 


program schedule. This new program schedule was a clear reflection of the program 


management team working together to represent the whole program and not only their own 


respective tracks. The program managers presented the revised program plan in the March 


Steering Committee for approval. The Steering Committee voted in favor of moving forward 


utilizing the revised program plan. Significant commitment to a program perspective resulted 


in what ISG has assessed to be a workable re-casting of the program schedule.  


In addition to the progress achieved in re-casting the program plan, ISG recognizes the 


accomplishments made by AOC during the reporting period including:  


• AOC INH EDE Team Reorganization: AOC has reorganized their internal teams to align 


to the recasting of the program plan. In addition, the team now includes a business 


owner to further secure the business requirements lifecycle within the program.  


• Program Resource Acquisitions: All levels of the program, from executive stakeholders 


to the business teams represented within the program have worked to acquire 


business analysts. This process is producing results and program managers are 


optimistic that the business analyst resource issues will be mitigated.  


• Vendor Management: AOC is managing the Data Integration contract in a manner 


that continues to produce needed outcomes. In addition, Data Validation 


procurement support has been realigned to support unforeseen changes in the 


procurement schedule, and at the time of this assessment, the DV procurement 


process has been assessed to be on track. 


Emphasis of Follow-on Report #4 


ISG emphasizes for this reporting period three (3) critical program areas to mitigate risks and 


improve the likelihood of success specific to scope, schedule, and budget. The following 


areas represent those themes and are a summary of the recommendations that follow 


throughout the detailed recommendations provided in this assessment report. 


1) Proficient Management Controls: With the development of the re-casted program 
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plan, a detailed program schedule has been developed to actively manage at a 


detailed task level the activities of the program. Management of this detailed 


program schedule should be a point of emphasis by the Steering Committee and 


Executive Stakeholders. The detailed program schedule should have assigned to it, 


sufficient resources to ensure its daily update, and the schedule should be utilized by 


the program stakeholders and managers to carefully assess the program’s ability to 


meet its revised schedule around critical milestones.  


2) Effective Communication: Because of the number of stakeholders and dependencies 


across the tracks and projects, the detailed program plan will require active and 


regular communication sessions to ensure the various parties are working in concert 


toward common goals and objectives. 


a. Continue to improve and mature communication and meeting processes 


including optimization of the weekly Project Management meeting (Monday 


afternoons) so that meaningful discussion occurs at lower levels within the 


program prior to Steering Committee discussion. Consider expanding the 


meeting and reducing the frequency, adopting a structured agenda, 


incorporating remote meeting techniques (Skype or WebEx), and using risk, 


issue and change management processes to queue up decisions for Steering 


Committee agendas. 


3) Coordination of Integration Points: The INH EDE program is an integration effort across 


multiple organizations and systems. To be successful, the program must establish plans 


for effective integration as follows: 


a. Adopt Requirements Management processes immediately. The program 


continues to discuss requirements without a clear definition and common 


understanding of what is being built. The program needs to answer what 


functionality will be in place and by when for the multiple parties to successfully 


integrate. 


b. Develop a Test Management Plan as rapidly as possible that defines an agreed 


upon end to end testing approach including testing definitions, scope, 


scenarios, roles/responsibilities, schedule, environments, data preparation, 


release cycles and timing, and defect reporting and triage. Without advance 


definition and agreement, an aggressive testing cycle in the upcoming 


schedule of events will likely not result in the expected outcomes. 


c. Finalize and implement the Data Migration Plan as rapidly as possible that 


defines data sources, targets, timing, methodology, mapping, etc. Now that 


Data Integration is in production, this document should actively govern on-


going processes. 


Although the INH EDE program has endured several months of significant challenges and 


issues, the commitment of executive sponsors and managers to work through those 
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challenges has been in full view and has been an outstanding indicator of the commitment 


this group has, and needs, to achieve the program’s goals and objectives. 


That said, the program now faces new decision points. With resource constraints still being 


experienced within the program, as well as the continued emergence of technical 


complexity of several areas of the program, it is highly likely that more support from executive 


sponsors will be required. The ISG overall assessment diagram that follows depicts a program 


that is operating at extreme risk thresholds and will face program wide critical issues in the 


upcoming months.  


The program should utilize its strengths during this period of time, focusing on the assets that 


have supported the program’s progress to this point: 


1) Executive Sponsorship: the program has committed and involved executive sponsors. 


The executive sponsors will continue to be important to the program as it will continue 


to face challenges that require support. Resourcing challenges, budget support, 


system functional issues have all been supported by the executive sponsors of this 


project and will be required throughout the program’s completion.  


2) Program Steering Committee: the program has benefited from the support of a strong 


Steering Committee. Cross program representation, managerial expertise and 


technical expertise have all benefited the program in resolving issues that emerged 


during its early phases. Continued focus of the Steering Committee Chairs on the 


productivity of this forum, and participation of all its members, will be critically 


important as the program moves into its pilot and implementation phases.  


3) Program Managers: the program managers that represent all the tracks of this 


program, and their commitment to working together for the overall achievement of 


the program goals will continue to be critical as the program enters its next stages. The 


program managers group has made significant progress in this regard and no doubt 


will continue to be asked to continue maturing their working relationships as the 


program enters implementation phases.  


The executive and detailed summaries that follow describe the qualitative and 


quantitative results of the evaluation processes utilized by ISG.  For the follow-on report, 


evaluation is based on assessments of baseline report recommendations. Newly added 


recommendations are highlighted as such, but within the same numbering scheme as 


established in the baseline assessment report.  


The INH EDE program’s impact assessment rating of for the 4th assessment report 


reflects a program that is inherently complex and will likely be a high-risk project 


throughout its entire lifecycle. This rating should result in a continued urgency by 


executive sponsors and program managers to continue taking recommended action to 


mitigate the risks.    
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INH EDE Follow-on Assessment Report #4 – Assessment Diagram 
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Executive Summary Dashboard - INH EDE Follow-on Assessment Report 


The table below includes summary of recommendations for each of the assessment categories 


that follow in the detailed assessment tables. See INH EDE Follow-on Assessment Report in the 


following section for all recommendations. 


 Category Level Assessment and Recommendations Summary 
Impact 


Assessment 


1.0 Planning Oversight  


Assessment Summary 


The alignment and coordination of the procurement services support for the 


program have been determined to be aligned to program needs. In addition, 


the program’s actively changing procurement needs have been met by the 


procurement support team, indicating a high level of coordination and 


commitment that is needed to ensure requirements are met. 


Recommendations Summary 


Continued coordination and communication should be a point of emphasis 


between the procurement services and program managers. The observed 


coordination in this reporting period has had a positive impact on the program’s 


performance.   


5 


2.0 Program Management  


Assessment Summary 


The AOC program management team was reorganized to include a program 


manager, technical track manager and business track manager.  In addition, the 


program’s schedule was re-cast into a detailed program plan. Both program 


management adjustments were assessed by the ISG team as being required of 


the program to meet its overall milestones and goals. 


Recommendations Summary 


The program management team should have weekly meetings focused on 


review and assessment of program activities utilizing the newly developed 


program detailed plan.  Current program manager one (1) hour meetings should 


be a focus point for this management effort.  


6.5 


3.0 Quality Management 
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Assessment Summary 


As the program moves into a phase of its lifecycle that has the highest levels of 


deliverables being finalized, a focus on quality management and thorough 


review process of deliverables is a critical function to ensure the program goals 


and objectives are met in a timely manner.  


Recommendations Summary 


Program manager, technical lead and business leads should use the detailed 


program plan and deliverables/milestones definition to enact required approval 


of all program deliverables.  


7 


4.0 Requirements Management 


Assessment Summary 


The program continues to discuss requirements without a clear definition and 


common understanding of what is being built. The program needs to answer 


what functionality will be in place and by when for the multiple parties to 


successfully integrate. 


Recommendations Summary  


Program manager, technical lead and business leads need the detailed 


program requirements catalog to manage program requirements as the 


program moves into its next stages. Definition of the business requirements is 


critical to program ongoing activities.  


8.2 


7.0 Software Development 


Assessment Summary 


The program level high-level design document continues to be in a development 


process. Without the finalization of development plans for requirements to design, 


the program development areas face risk.  


Recommendations Summary 


Re-casting of the program plan can be a benefit, where the focus is on 


prioritizing release activities and associated requirements to design 


documentation and resource management.  To realize this benefit, close 


attention to the prioritization of the requirements to design to development plans 


within the program goals is required.  


8.0 
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8.0 System and Acceptance Testing 


Assessment Summary 


Develop a Test Management Plan as rapidly as possible that defines an agreed 


upon end-to-end testing approach including testing definitions, scope, scenarios, 


roles/responsibilities, schedule, environments, data preparation, release cycles 


and timing, and defect reporting and triage. Without advance definition and 


agreement, an aggressive testing cycle next spring will likely not result in the 


expected outcomes. 


Recommendations Summary 


A focus on program testing and associated testing plans should be an emphasis 


of weekly program managers’ meetings. Communications in weekly meetings 


should illicit the gathering of data regarding the test plan, coordination and 


testing progress.  


8 


10.0 Data Management 


Assessment Summary 


Finalize and implement the Data Migration Plan as rapidly as possible that defines 


data sources, targets, timing, methodology, mapping, etc. Now that Data 


Integration is in production, this document should actively govern data 


management processes. 


Recommendations Summary 


Program manager, technical lead and business leads should focus on the 


development of the Data Migration Plan.  


8 


11.0 Operations Management  


Assessment Summary 


Program manager, technical lead and business leads are working on the 


development of the operations plans the program will utilize once it enters its pilot 


and implementation phases.  


Recommendations Summary 


Program manager, technical lead and business leads should work to have draft 


plans in time for the review cycles to occur before the plan is needed in Pilot 


phases.  


2 
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1.0 Planning Oversight 
QA Framework Elements for Planning Oversight Category and Sub-Category 


PO1 PO2 PO3 PO4 PO5           


 


Recommendations Status Current Assessments 
Follow-on 


#4 
Follow-on 


#3 


1.1.1. High Priority Recommendation: Develop a 


procurement strategy to support program vendor and 


staffing needs.  
Closed 


The alignment and coordination of the 


procurement services support for the program 


have been determined to be aligned to 


program needs. In addition, the programs 


actively changing procurement needs have 


been met by the procurement support team, 


indicating that there is a high level of 


coordination and commitment that is needed 


to ensure requirements are met. 


A. Programs management of the Data 


Integration (DI) vendor has been important 


to ensuring the goals and objectives of the 


DI track are met. 


B. The acquisitions of business and technical 


resources needed to support the program 


during the assessment period has been 


instrumental in providing needed resources 


for the program. 


C. Management of the Data Validation 


procurement process during the project re-


casting will be a benefit to the program as 


this service is required in the upcoming 


phases of the programs activities. 


 


1.1.2. High Priority Recommendation: Account for 


procurement tasks and dependencies within the overall 


schedule. Closed 


1.1.3. Develop a high-level procurement plan and 


strategy that can be utilized by other areas of the 


program for planning purposes.  Closed 


1.1.4. High Priority Recommendation: Consider 


development of alternative procurement processes 


and methods (i.e. convenience contracts that would 


enable the development of talent pools to be utilized 


by the project). 
Closed 
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2.0 Program Management 
QA Framework Elements for Project Management (PM 1 through 39) Category and Sub-Category’s  


PM1 PM2 PM3 PM4 PM5 PM6 PM7 PM8 PM9 PM10 PM11 PM12 PM13 PM14 PM15 


PM16 PM17 PM25 PM25 PM28 PM30 PM31 PM32 PM38 PM39      


 


Recommendations Status Current Assessments Follow-on #4 
Follow-on 


#3 


2.1 Project Sponsorship 


2.1.1. High Priority Recommendation: Adopt a 


standard executive view dashboard to report 


program and track status monthly so that progress 


can be monitored in an objective and measurable 


way. 


Open 


The Program has developed and is in the 


process of implementing a new detailed 


program plan. This tool will be used as an 


extended detail of the re-cast Integrated 


Program Schedule (IPS). The Program 


Manager and Technical Manager have 


committed to producing a network 


diagram facilitated by the (.mpp) for use 


by the Steering Committee to monitor 


status.  


2.1.2. Re-affirm or adjust Steering Committee 


membership and voting roles given recent staffing 


additions. 
Closed 


The Program Manager drafted a revised 


Steering Committee Charter that refined 


membership and roles. The charter has 


been adopted and approved, this 


recommendation is closed.    


2.1.3. Identify all decisions to be addressed in 


advance of the Steering Committee and include on 


the agenda. 


Closed 


The Steering Committee decision making 


process has been modified to include 


decisions to be addressed within 


upcoming meeting. this 


recommendation is closed 
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Recommendations Status Current Assessments Follow-on #4 
Follow-on 


#3 


2.1.4. Make a decision during the Steering 


Committee meeting; OR, clearly identify the path to 


a decision in a decision log. Follow up on the 


identified action item at the next meeting until the 


decision is complete and documented in the log 


Open 


The Steering Committee decision making 


process has been modified to include a 


decision log. This recommendation 


evaluation stays open for continued 


evaluation of defined processes. 


2.1.5. Communicate decisions back to respective 


team members after each Steering Committee 


meeting. 
Closed 


The Steering Committee decision making 


process and associated communication 


process has been defined. This 


recommendation is closed. 


2.1.6. Review the meeting protocols and reaffirm or 


adjust as agreed to by the membership.  
Closed 


The Program Manager drafted a revised 


Steering Committee Charter that refined 


membership and roles. The charter has 


been adopted and approved 


2.1.7. Agree on notice for SC materials to be 


published. 
Closed 


The Program Sponsors implemented a 


process for SC materials review and 


notice.  


2.1.8. Identify decisions on SC agenda in advance 


of meeting. 
Open 


The Steering Committee decision making 


process and associated communication 


process has been developed. This 


evaluation stays open for continued 


evaluation of defined processes.  


2.2 Management Assessment  


2.2.1. High Priority Recommendation: Clarify roles 


and responsibilities, lines of authority and 


communication, within tracks and across the 


program.  


Closed 


The Program has developed a new 


organization chart that reflects positions 


and assignments.  







 


15 15 ISG Follow-on Assessment Report #4 | 2017 


Recommendations Status Current Assessments Follow-on #4 
Follow-on 


#3 


2.2.2. High Priority Recommendation: Identify 


responsibility for decision making and criteria for 


escalation 
Closed 


The newly establish Program 


Management Plan (PMP) does establish 


an issues management process and in 


association, a decision-making 


management process.  


2.2.3. High Priority Recommendation: Develop an 


integrated, high-level view of the schedule showing 


critical milestones and inter-dependencies across 


projects/tracks. 


Open 


The Program has developed and is in the 


process of implementing a new detailed 


program plan. This tool will be used as an 


extended detail of the re-cast Integrated 


Program Schedule (IPS). The Program 


Manager and Technical Manager have 


committed to producing a network 


diagram facilitated by the (.mpp) for use 


by the Steering Committee to monitor 


status. 


2.2.4. High Priority Recommendation: Conduct a 


program kick off with the teams to reinforce the 


program schedule, scope, roles and responsibilities, 


etc. Consider coordinating this activity with current 


town hall program meetings. 


Closed 


The program has focused on 


communicating the revised plans 


throughout stakeholder groups and as a 


result has completed this 


recommendation.  


2.3 Project Management  
2.3.1. Develop a Program Management Plan (PMP) 


that aligns with the recommended PMBOK PMP. To 


realize the benefit of a PMP as quickly as possible, 


ISG recommends development of the PMP in three 


(3) iterations: 1st Iteration: Document the three (3) 


program baselines (scope, schedule and budget); 


2nd iteration: Document standard processes to be 


applied across the program for Communications 


Management, Stakeholder Management, 


Procurement Management, Human Resources 


Management, Change Management and Risk 


Closed 


The Program Manager has made 


significant progress on developing the 


Program Management Plan (PMP). ISG 


has been reviewing and actively 


providing input to this plan as it’s in the 


development process. The current version 


of the PMP is comprehensive and will 


realize the benefits that a PMP can bring 


to a Program such as the INH EDE 


endeavor.  
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Recommendations Status Current Assessments Follow-on #4 
Follow-on 


#3 


Management; 3rd iteration: Document standard 


processes to be applied across the program for 


Configuration Management, Scope Management, 


Schedule Management, Cost Management, Quality 


Management, Process Improvement and 


Requirements Management. 


2.4 Business Process Reengineering  
2.4.1. High Priority Recommendation: Conduct a 


business impact assessment to determine overall 


impact and determine need for organizational 


change management and business process re-


engineering to support continued public safety.  


Open 


High 


Priority 


ISG has assessed that the business impact 


areas of the program are in development 


and a plan is being assembled. 


Recommendation emphasis continues in 


regard to this effort in terms of 


prioritization for needed resources and 


agency focus to ensure a process can be 


enacted and support the programs 


goals. This recommendation is a High 


Priority Recommendation and under 


continued evaluation by the ISG team. 


2.4.2. High Priority Recommendation: Develop a 


plan for addressing business impacts based on 


outcomes of the assessment. Consider bringing in a 


User Advisory Group to consult on impact and 


approach.   


Open 


High 


Priority 


2.5 Risk Management  


2.5.1. High Priority Recommendation: Develop and 


maintain a RAID log documenting risks, assumptions, 


issues and decisions; publish log in a central 


repository for communicating to team members. 


Closed 


The Program Manager has implemented 


a defined risk management process 


(defined in the PMP).  


 
2.5.2. Log all decisions in a central repository so 


there is a clear record and the decisions can be 


communicated broadly to the team. 


Open 


The program manager is in the process of 


developing an associated decision log to 


be utilized to track program decision 


process and agreements. 


2.6 Change Management  
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Recommendations Status Current Assessments Follow-on #4 
Follow-on 


#3 


2.6.1. Develop a Change Management Plan as part 


of the larger PMP (see recommendation 2.3.1) that 


identifies the formal process for identifying, 


approving and communicating changes to scope, 


schedule and budget.   


Open 


Change Management is addressed in 


the PMP, however has yet to be 


implemented. This will remain an open 


recommendation and under continued 


evaluation by the ISG team.    
2.7 Communications Management  


2.7.1. High Priority Recommendation: Schedule 


regularly occurring meetings for AOC Program 


Manager and Track Program Managers to stay in 


synch and coordinate activities across tracks. 


Open 


Communications Management is 


addressed in the PMP, and the Program 


Manager has taken steps to implement 


the described processes. ISG has 


assessed progress in implementing 


measure to meet this recommendation 


to having positive impacts to programs 


operations. Additional focus on 


agenda’s, cadence of meetings, tools 


(Skype), duration and focus points of 


program forums is recommended for the 


continued pursuit of benefits. ISG will 


continue to assess this recommendation 


for closure through the upcoming 


assessment cycle. 
  


2.7.2. High Priority Recommendation: Schedule 


regularly occurring meetings between AOC 


managers, KCDC and KCCO PMs to address 


integration points between AOC and other 


jurisdictions. 


Open 


The program manager needs to 


immediately formalize the weekly 


program manager meeting. ISG is urging 


that a formal agenda be developed, 


that the forum has a focus on the 


detailed program plans and that 


thorough communication occur in this 


forum to ensure all understand status and 


issues facing the program.  


2.8 Configuration Management  
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Recommendations Status Current Assessments Follow-on #4 
Follow-on 


#3 


2.8.1. High Priority Recommendation: Review 


configuration management processes in project 


management level and technical management 


level meetings. 


Open 


High 


Priority 


Configuration Management has not 


been established within the Program and 


in such remains an ISG recommendation. 


As the months pass and scheduled 


Program milestones approach, not 


having a defined configuration 


management processes in place and 


implemented is an increasing risk to the 


Program.   


This recommendation is a High Priority 


Recommendation and under continued 


evaluation by the ISG team. 


  


2.9 Program Estimating and Scheduling   
Note: See Recommendation 2.3.1 for developing a 


PMP that includes a program Schedule Baseline. The 


baseline should be developed using estimates from 


the team performing the work and should clearly 


identify the critical path. Once baselined, defined 


change management processes should be used to 


identify and approve a critical path schedule 


change. 


Open 


The Program is in the process of 


developing the detailed program plan. 


This plan includes detail for all the 


activities within the program, to include 


dependencies and resource 


requirements.  
  


2.10 Program Personnel    


2.10.1. High Priority Recommendation: As part of the 


PMP, develop a program level staffing 


management plan that provides a high-level plan 


for staffing needs, acquisition and management. 


Open 


The program has made strides in 


attending to the resources needs realized 


by the program over the past few 


months.  Executive stakeholder, program 
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Recommendations Status Current Assessments Follow-on #4 
Follow-on 


#3 


2.10.2. High Priority Recommendation: With staffing 


management plan developed, look to meet staffing 


needs by:  1) Consider reallocating staff within or 


across organizations. 2) Complete the work with the 


least resource dependent approach. 3) Re-


schedule resource dependent tasks that are not on 


the critical path. 


Open 


sponsors and stakeholders across the 


program are working to resolve resource 


issues and this commitment is assessed as 


making strides in mitigating the resources 


needs of the program.  


2.11 Program Organization   


2.11.1. Develop a project organizational chart with 


clear lines of communication and authority along 


with clear roles and responsibility definitions as part 


of the PMP Staffing Management Plan (see 


recommendation 2.3.1). 


Closed 


The Program Manager has developed an 


updated organization chart.  


2.12 Subcontractors and External Staff 


The programs management of sub-contracted and 


contracted resources is an assessed area of strength 


as such, there are no recommendations. 
Closed 


The Program continues to manage sub-


contractors and contracted resources in 


efficient and effective ways, 


incorporating the resources into the 


Program at an integrated and 


productive level.  
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3.0 Quality Management 
QA Framework Elements for Quality Management (QM 4) Category and Sub-Category’s  


QM 4               


 


Recommendations Status Current Assessments 
Follow-on #4 Follow-on 


#3 


3.2 Quality Assurance   
3.2.1. Develop a program level quality review for 


program deliverables at a project and track level. 


Open 


The Program Management Plan has a 


defined quality review and program 


deliverables process defined. ISG has 


reviewed this process and believes once 


implemented has the potential to ensure 


all Projects within the Program approve 


deliverables and Program’s progress 


toward milestones as defined by these 


deliverables.  
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4.0 Requirements Management 
QA Framework Elements for Requirements Management (QM 4) Category and Sub-Category’s  


RM 1 RM 2 RM 8 RM 10 RM 11 RM 12 RM 13 RM 14 RM 15 RM 16      


 


Recommendations Status Current Assessments Follow-on #4 
Follow-on 


#3 


4.1 Requirements Management   


4.1.1. High Priority Recommendation: Develop a 


program level requirements management plan and 


process as part of the PMP (see recommendation 


2.3.1). 1) Utilize a centralized repository model that is 


available to both technical teams as well as business 


analysts. Expand licensing of TFS to accommodate 


central repository model. 2) Develop processes for 


requirements traceability throughout SDLC. 


Open 


High 


Priority 


ISG has assessed the approach and 


resources required to facilitate the 


development of the Requirements 


Management plan and processes. 


Assessment has been focused on the 


newly developed program components 


definition diagram. This tool will be used to 


organize further requirements 


management process. The Program being 


well into its projected development 


activities, this management tool is 


significantly behind schedule and creates 


a scenario where work efforts that are in 


motion may not be informed by the 


Program’s Requirements. This 


recommendation will is a High Priority 


Recommendation and under continued 


evaluation by the ISG team. 


4.2 Security Requirements    


4.2.1. High Priority Recommendation: Develop a 


program level security requirements assessment and 


monitoring program as part of the overall 


requirements management component of the PMP. 


Open 


High 


Priority 


As described above, the Program does 


and is utilizing past system security 


requirements as a foundation for this area, 


however these requirements need to be 


reviewed and reconfirmed. This   
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Recommendations Status Current Assessments Follow-on #4 
Follow-on 


#3 


recommendation will is a High Priority 


Recommendation and under continued 


evaluation by the ISG team. 


4.3 Requirements Analysis   


4.3.1. High Priority Recommendation:  Conduct a 


program level requirements analysis review as a part 


of the overall requirements management processes 


for the program. 


Open 


High 


Priority 


As described above, the Program is in the 


processes of conducting this analysis. This 


recommendation is a High Priority 


Recommendation and under continued 


evaluation by the ISG team.   
4.4 Interface Requirements    


4.4.1. High Priority Recommendation: Conduct a 


program level interface requirements analysis review 


as a part to the overall requirements management 


processes for the program. 


Open 


High 


Priority 


As described above, the Program is in the 


processes of conducting this analysis. This 


recommendation is a High Priority 


Recommendation and under continued 


evaluation by the ISG team.   
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7.0 Software Development 
QA Framework Elements for Software Development Category and Sub-Category’s  


SD 2 SD 3 SD 4 SD 5 SD 8 SD 10 SD 11 SD 21        


 


Recommendations Status Current Assessments 
Follow-on 


#4 
Follow-on 


#3 


7.1 High Level Design   
7.1.1. High Priority Recommendation: Develop a 


program level high-level design document. 1) 


Ensure design requirements can be traced back 


to system requirements. 2) Create configuration 


control within high level design documents. 


Open 


High 


Priority 


The program level high-level design 


document is being developed. AOC has 


allocated new and dedicated resources to 


this effort. This recommendation is a High 


Priority Recommendation and under 


continued evaluation by the ISG team. 
  


7.2 Detailed Design    
7.2.1. High Priority Recommendation: Create 


program level detailed design documentation 


and processes. 1) Ensure design requirements 


can be traced back to system requirements. 2) 


Create configuration control within high level 


design documents. 


Open 


High 


Priority 


As described above, the Program is in the 


processes of conducting this analysis. This 


recommendation is a High Priority 


Recommendation and under continued 


evaluation by the ISG team.   


7.3 Code    
7.3.1. High Priority Recommendation: Create 


configuration control within development plan 


and approach 
Open 


High 


Priority 


The new Program Management Plan 


outlines configuration control processes, 


AOC will implement these Program controls 


within the reporting period potentially 


reducing this high-risk area. This 


recommendation is a High Priority 


Recommendation and under continued 


evaluation by the ISG team. 
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8.0 System and Acceptance Testing 
QA Framework Elements for System and Acceptance Testing Category and Sub-Category’s  


ST 15               


 


Recommendations Status Current Assessments 
Follow-on 


#4 
Follow-on 


#3 


8.1 Acceptance and Turnover  
8.1.1. High Priority Recommendation:  Complete and 


publish a program-wide test plan that identifies 


testing definitions, schedule, roles and 


responsibilities, approach, methodology, scope, 


entrance and exit criteria for different phases of 


testing, test reporting, and testing inter-


dependencies across components. 


Open 


High 


Priority 


The Program Manager has described 


approach and resources required to 


facilitate the development of the 


Testing Plan. The program needs a 


thorough testing plan to coordinate all 


levels of testing required of the 


program. The plan will outline system 


testing and acceptance processes. This 


recommendation is a High Priority 


Recommendation and under continued 


evaluation by the ISG team. 
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10.0 Data Management  
QA Framework Elements for Data Management (DM) Category and Sub-Category’s  


DM 1 DM 2              


 


Recommendations Status Current Assessments 
Follow-on 


#4 
Follow-on 


#3 


10.1 Data Conversion 
10.1.1. High Priority Recommendation: Develop program 


level data management plan to include an overall 


inventory of interfaces identifying parameters by 


interface as well as individual interface control 


documents (ICDs) that define the details about the 


interface including data mapping between systems, ETL 


and data validation rules, frequency, method of transfer. 


Open 


High 


Priority 


The new Program Management Plan 


outlines program data management 


processes, AOC will implement Data 


management process through the 


development of the Data Management 


Plan. This plan will be built on and 


implemented with a focus of coordinating 


“major data-related events” and reporting 


these events up to the steering committee 


if they are items tracked within the new 


detailed program schedule.  The initial 


census has identified 18 events to be 


managed under data management. 


Program controls within the reporting 


period potentially reducing this high-risk 


area. This recommendation is a High Priority 


Recommendation and under continued 


evaluation by the ISG team. 
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11.0 Operations Oversight 
QA Framework Elements for Data Management (DM) Category and Sub-Category’s  


OO 1 OO 2 OO 3 OO 4 OO 5           


 


Recommendations Status Current Assessments 
Follow-on 


#4 
Follow-on 


#3 


11.1 Operations Oversight 
The assessment of this are of the program has been 


initiated during this assessment period. No 


recommendations are being presented to the program 


at this time.  N/A 


ISG has reviewed early drafts of the INH 


EDE Operations plans and has found the 


framework of those plans to be aligned to 


best practices. ISG will continue to 


evaluate the drafts as they materialize of 


the next assessment periods.  


  







 


27 ISG Follow-on Assessment Report #4 | 2017 


Appendix B. ISG INH EDE Discovery Interviews 


ISG conducted interviews as an information gathering and validation process of the 


discovery and assessment phase. Interview sessions were designed to gather information in 


relationship to the ISG QA Framework. Interviewee questions were prepared in advance by 


the ISG team assigning specific QA Framework questions to the roles of individuals being 


interviewed.  


AOC Interviews  INH EDE Stakeholder 


Interviews 


1. Kevin Ammons 


2. Christine Cook 


3. Jenni Christopher 


4. Sree Sundaram 


5. Kumar Yajamanam 


6. Chau Nguyen 


1. Shuyi Hu 


2. Barb Miner 
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Appendix B. INH EDE Follow-on Assessment Report  
ISG QA Process Background and Approach 
ISG’s process in developing the baseline assessment report included discovery interviews, 


program artifact reviews, and program meeting attendance. Meeting attendance 


included INH EDE Program Steering Committee, JISC, and/or other program level meetings. 


Artifact review includes project plans, project budget reports, status reports, deliverable 


documentation and project management methodology, please refer to (Appendix B & C) 


for full list interviewees and deliverables reviewed.  


 


Within the follow-on assessment reporting tables that follow, the reader will find both 


Qualitative and Quantitative assessment findings, both of which are defined as follows. 


  


ISG Qualitative Analysis System 


Assessment/Findings: 


Describes ISG assessment findings in narrative and qualitative form. This information is 


gathered from key staff interviews and documentation review and is specific to the ISG QA 


framework area being assessed.  


Expected Outcome: 


This area of the assessment report is intended to provide the reviewer with a high-level 


definition of what is expected from the assessment area. ISG can provide additional detail in 


these areas to include examples and templates in some cases for AOC utilization.  


Project Controls: 


The program controls section lists PMI PMBOK and general industry best practices, 


program/project control techniques and tools. ISG can support this section with examples and 


discussion of techniques and tools.  


Recommendations: 


For categories of the assessment framework that have assessment findings, ISG has included 


recommendations. Recommendations are based on industry best practices and practical ISG 


team experiences.  
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Appendix C. ISG INH EDE Discovery Documentation  


ISG was provided the following project documents in the assessment and discovery phase. 


ISG’s assessment and findings is based in part on review of the documents reviewed.  


INH EDE Program   Committee/meeting Project/track 
1. Project 


Charters/Scope  


2. Project Governance  


3. Draft EDE Schedule  


4. EDR Project Charter _ 


KC Go Live 


5. EDE Program 


SharePoint site 


6. EDE Ingestion List 


7. EDE All Staff 


Presentation 20160426 


8. EDE Docs Status Matrix 


9. EDE Org Chart Feb9 


1. JISC Reporting and 


presentation 


2. INH-EDE Project Steering 


Committee reporting 


3. Steering Committee 


Meeting Minutes  


4. JISC EDR Data Standards  


5. INH EDE Program Town hall 


6. 2016-03-11 AOC & KC 


Meeting Minutes 


7. AOC Expedited Data 


Exchange March 2016 


8. Expedited Data Exchange 


Budget Status April 2016 


9. Expedited Data Exchange 


Major Milestones 


10. Provisionally Approved JIS 


Data Standards for 


Alternative Electronic 


Court Records Systems 


11. Application Integration 


High Level ver 0 9 


12. Expedited Data Exchange 


Steering Committee 


Agenda 04-15-16 


13. 2016-01-15 AOC & KC 


Meeting Minutes 


1. Project Track Schedules 


2. Project Track Resourcing 


Information  


3. Project Track monthly 


reports 


4. EDE SharePoint Portal 


5. EDE Project Budget 


Summary (Steering 


Committee) 


6. AOC KC Data 


Exchange Proposal 02-


27-15 


7. Data Integration and 


Data Validation Charter 


_signed 


8. EDR 


InScope_OutOfScopeV1 


5 


9. JIS Application 


Integration and Data 


Warehouse Charter 


signed 


10. Signed AOC Expedited 


Data Exchange Steering 


Committee Charter 


11. Justification DW 


12. Priority Checklist 


13. Statement of Work EDE 


Application Integration 


revised 4-6-16 
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Expedited Data Exchange 
(EDE)


Program Update
Kevin Ammons, PMP


Program Manager  


June 23, 2017
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INH EDE Program
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Program Purpose
The Expedited Data Exchange (EDE) 


Program will perform the critical business 
function of providing access to statewide 


data, across jurisdictions, so that the 
continued public safety of Washington 


residents can be assured.
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• The EDE Program has been organized into 11 Goals to 
focus resources on accomplishing specific objectives and 
then moving to further objectives


Program Organization


Goal Title Goal Title
1 Data Integration 7 KCDC 2nd Go-Live
2 Infrastructure & Environments 8 Data Validation, Phase 2
3 KCCO Go-Live 9 Final EDR Release
4 JABS & JIS Link 10 KCDC 3rd Go-Live
5 Data Validation, Phase 1 11 Data Warehouse
6 Applications & Data Exchanges
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 AOC has identified a Court Business Coordinator to 
organize the activities of the business resources for 
the EDE Program
 The business team will be organized under the 


Court Business Office and currently has six of a 
planned seven staff assigned


• Technical resources are also constrained in several 
areas including uniPaaS/Magic, data expertise, and 
testing
• Recent hires of uniPaaS developer and two 


testers will help


Resource Issue Update
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• JIS-EDE Initial Load
 Performance tests in March of the initial load of JIS Person 


data into the EDR indicated that the EDR performed well
• The Data Integration component could not load fast enough 


for the volume of transactions


Recent Activities
Goal 1 – Data Integration


JIS Data Int EDR


Area of Performance Issue
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• JIS-EDE Initial Load (Cont)
 EDE has implemented a different method to complete the 


initial load of all JIS data to the EDR
 Reduced initial person load time from 11 days to 2.5 hours


• Business team working to finalize standard reference 
data


Recent Activities
Goal 1 – Data Integration
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• Finalizing environment map to identify hardware and 
software requirements for re-focused work plan


• Initiated transition planning to identify future 
sustainment of all deliverables produced by the EDE 
Program


Recent Activities
Goal 2 – Infrastructure & Environments
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Active Project Risks


Risk Probability/Impact Description
Justice Partner 


Agency 
Interfaces


High/High Work required with justice partner 
agencies may conflict with resource 


availability in the other agencies
JIS Application 
Dependencies


High/High Most JIS applications require 
changes prior to the first jurisdiction 
implementing its new CMS.  Delays 


could impact users of statewide data.


Total Project Risks
Low Exposure Medium Exposure High Exposure


2 4 8


Significant Risk Status
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Risk Probability/Impact Description
King County & 
AOC Project 
Schedules


High/High The project schedules required to support 
the current schedule remain aggressive 


and heavily interdependent. Any 
disruption will impact all participants. 


Significant Risk Status (cont.)


Steering Committee is managing 
and reviewing all risks.
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Issue Description Action
Resource
shortages in key 
areas


The program does not 
have sufficient 
resources to complete 
all required tasks


AOC continues, with challenges, to 
fill required resources by all means 
available.  Current shortages in 
developers and testers.


New Business 
Processes


Significant changes to
JIS court business 
processes will be 
required


AOC must prepare a Business 
Impact Analysis to initiate the 
communication of impacts with the 
JIS user community.  This has 
been delayed by program issues.


Active Project Issues


Significant Issues Status


Total Project Issues
Low Urgency Medium Urgency High Urgency Closed


1 1 6 1
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Issue Description Action
Codes and 
Governance


If there is not uniform governance 
of codes and other policies, 
changes in one system could 
result in significant complications 
with data in the EDR.


This issue needs to be 
analyzed.


Implementation 
Schedule 
Conflicts


The current implementation
schedule will carry the project 
beyond the planned end date.


The issue is continually 
analyzed by the EDE 
Program and adjustments 
are made as information 
becomes available.


Data Validation 
Procurement
Not Awarded


AOC could not award an ASV for 
Data Validation due to several 
problems with vendor responses.


AOC is presenting an 
options analysis to the 
EDE Steering Committee.


Significant Issues Status (cont.)







ADMINISTRATIVE OFFICE OF THE COURTS 
Information Services Division


Page 13


Project Milestones
Milestones


Approve King County Proposed EDR Data Conversion 
Plan by Steering Committee


June 2017
Approve Revised Data Validation Approach (RFP and 
Development)


June 2017
EDR Version 2 Release June 2017
JIS Data into EDR Complete August 2017
KCDC 1st Go-Live August 2017
KCCO Go-Live January 2018
KCDC 2nd Go-Live April 2018
KCDC 3rd Go-Live July 2018








KING COUNTY DISTRICT COURT CASE MANAGEMENT SYSTEM PROJECT UPDATE


KCDC Updated: May 19, 2017


Judge Donna Tucker – Presiding Judge
Othniel Palomino – Chief Administration Officer







PROJECT OVERVIEW
Project Description
King County District Court is implementing a unified case management system using modern technology that would allow the Court to become more efficient and provide new services to the public. The primary objective of this implementation is to ensure public safety.


In Scope
 Core Case Management System
 eFiling
 Probation System Replacement
 Document Management System
 eMitigation System
 Digital Signatures
 Electronic Data Exchange – EDR
 External Interfaces not covered through Data Exchange
 Jury Management System


Out of Scope
 Video Conferencing Capabilities
 Court Audio Recording
 Interpreter Web 
 Witness Management System
 Search Warrant Management System







PROJECT PHASES• Phase 1 – August 2017• “Limited Civil” case types – Summons & Complaints, Judgment Summaries, Foreign Judgments, Collections – including Exparte Motions processing• New system for “Limited Civil” deployed to Burien, Issaquah, and Seattle locations• eFiling functionality• Public Portal• Phase 2 – Spring 2018• “Full Civil” case types – Small Claims, Name Changes, Impounds, Protection Orders• New system for “Full Civil” deployed to all locations• Integration with the EDR• Phase 3 – Summer 2018• “Criminal” & “Infraction” case types• New system for “Criminal” & “Infraction” deployed to all locations







RECENT & UPCOMING EVENTS 
• “Limited Civil” operational/clerk power user session – 3/27 & 3/28 – COMPLETE• “Limited Civil” judicial power user session – 3/29 & 3/30 – COMPLETE• “Limited Civil” Training Coordinator training kick-off – 4/17 – COMPLETE• Quarterly Ambassador Meeting – 4/18 – COMPLETE• Quarterly Judge Meeting – 4/21 – COMPLETE• Computer  ‘Word/Outlook/Internet’ training – 4/11, 4/19, 4/28 – COMPLETE • Computer ‘Excel’ training for managers – 5/3, 5/9, 5/11 – COMPLETE• Training Content Development – 5/15 – 7/7 – IN PROGRESS• Clerk & Manager Training – 7/10 – 8/11• Judicial Training – 7/10 – 8/11







PROJECT HIGH-LEVEL TIMELINE - 2017
Phase 1 Forms Committee (cont.)Jan - Apr


JAN FEB MAR DECMAY JUN JUL AUG SEPT OCT NOVAPR


Phase 1 Data Conversion (cont.)Jan - Aug


Phase 1 System TestingMay - JulPhase 1 System Configuration (cont.)Jan - May
Phase 1 User TrainingJul - Aug


Phase 1 Training DevelopmentApr - Jun


Phase 1 Go-Live Aug
Phase 1 Burn-In PeriodAug – Sept


Phase 2 Forms Committee (cont.)May - Dec


EDR Integration Development & TestingOct – Dec 


Phase 2 System Configuration (cont.)Oct - Dec


Phase 2 & 3Training DevelopmentNov - Dec
Phase 1 External User Training & Link to e-Filing SandboxJun - Oct


e-Filing Court Rule – LGR30 Approved By JudgesApril 21, 2017 e-Filing Court Rule – LGR30 PublishedFall 2017


e-Filing Court Rule – LGR30 Feedback DeadlineApril 10, 2017


e-Filing Court Rule – LGR30 Released to West LawJune 30, 2017







PROJECT HIGH-LEVEL TIMELINE - 2018
JAN FEB MAR DECMAY JUN JUL AUG SEPT OCT NOVAPR


Phase 2 Data Conversion – cont.Jan – Mar


Phase 2 Go-Live Apr
Phase 2 Burn-In PeriodApr - May


Phase 3 Forms Committee (cont.)Jan - Jun


EDR Integration Regression Development & Testing – Phases 2 & 3Jan - Summer
Phase 2 System TestingJan - Feb


Phase 2 User TrainingJan - Mar


Phase 3 Go-Live Summer
Phase 3 Burn-In PeriodSummer – Early Fall 


Phase 2 & 3Training Development (cont.)Jan - Jun
Phase 3 User TrainingMar - Summer


Phase 3 Data ConversionApr - Summer


Phase 3 System Configuration (cont.)Jan - May


Phases 2 & 3 External User Training & Link to e-Filing SandboxJan – Early Fall


e-Court/e-Probation Integration & Jury Management SystemLate Summer / Fall







e-PROBATION PROJECT HIGH-LEVEL TIMELINE
JAN FEB MAR DECMAY JUN JUL AUG SEPT OCT NOVAPR


Data Conversion Apr – Jul


Go-Live Summer
Burn-In PeriodSummer – Early Fall


System TestingMay – Jul 


Training DevelopmentJun – Jul 
User TrainingJul – Aug 


System ConfigurationFeb – Jun 


e-Court/e-Probation IntegrationLate Summer / Early Fall 2018







QUESTIONS?








King County Clerk’s Office Systems Replacement Project
Project Update


Barbara Miner King County Clerk


June 02, 2017







Project Overview
• In Scope 


• Case Management functionality that replaces JIS/SCOMIS and functionality in 3 KCCO systems
• Financial Management functionality that replaces JRS and JASS
• Integrations with internal KCCO and King County systems, AOC, DOL, and others


• Out of Scope
• Replacement of existing:


• Document Management System
• eFiling Application
• Public-facing and partner-facing Document Viewers







Recent Activities
• JIS Financials Data Mapping – In Progress
• Data mapping for Exhibit Tracking and Audit Central – In Progress
• JIS Case Management Data Conversion is about 90% complete 
• Completed Monitor, DOC and ACH interfaces and their integration to eCourt
• Completed mapping for Core ECR. Currently, merging the scripts with JIS case data
• EDR integration status – 1463 cases and 50394 actors have been uploaded to EDR sandbox
• System design and configuration – In Progress







Recent Activities
• Completed Automation framework set-up on Selenium for functional testing
• Web services test automation using SOAP UI & Postman – In Progress
• Completed testing of Monitor Interface
• Testing of completed interfaces (ACH and DOC) – In Progress
• Functional validation of JIS case data conversion – In Progress
• Performance testing for document viewing – In Progress
• Department of Licensing (DOL) interface development to retrieve drivers record data – In Progress







Project Milestones
Milestone Date
 Project Kick-off April 2016
Analysis/Design/Configuration September 2017
Interfaces/Data Conversion November 2017
System Testing November 2017
Final Data Conversion & Go-Live January 2018
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BOXI Version Upgrade
Business Intelligence Tool 


(BIT) Upgrade Project
Project Update


Charlene Allen, Project Manager
June 23, 2017
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 The current version of Business Objects, known as BOXI (Business Object version XI), is no longer supported by the vendor and must be upgraded
 To eliminate changing the name of the tool every time the vendor changes the version, AOC is renaming BOXI to Business Intelligence Tool, or BIT
 The Business Intelligence Tool (BIT) Upgrade Project will upgrade BOXI to the current version


Background
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Go Live 
• June 19 we went Live
• Support Plan


– Live chatroom sessions scheduled to answer 
eService questions


– Weekly Friday demos with tips and tricks
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• Project Activity
 Developed training manuals and videos
 Worked with courts to try a new way of training via 


eLearning
 Statewide reporting work group hands-on exercise
 Courts hands-on exercise developed
 Four customer eLearning sessions held where 200+ 


customers attended


End User Training
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BIT Project Page
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• Brown Bags eLearning sessions set up to help courts 
transition to BIT


• BIT Users Manual scheduled for completion mid-summer
• Vendor 90-day oversight of product
• AOC staff will receive administration training in the tool


Next Steps
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Issue Urgency/Impact Action
Training of 
customers


Closed Created 22 training videos and 7 
hands-on opportunities before and 
after go-live and added several daily 
and/or weekly eLearning 
opportunities held June to August


Active Project Issues


Significant Issues Status


Total Project Issues
Low Urgency Medium Urgency High Urgency Closed


0 0 0 1
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Project Milestones
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Data Dissemination Policy 
• AUTHORITY AND SCOPE  
• DEFINITIONS  
• ACCESS TO JIS LEGAL RECORDS  
• JIS PRIVACY AND CONFIDENTIALITY POLICIES  
• LIMITATION ON DISSEMINATION OF JUVENILE OFFENDER COURT 


RECORDS  
• PROCEDURES  
• ACCESS TO AND USE OF DATA BY COURTS  
• ACCESS TO AND USE OF DATA BY CRIMINAL JUSTICE AGENCIES  
• ACCESS TO AND USE OF DATA BY PUBLIC PURPOSE AGENCIES  
• E-MAIL  
• VERSION HISTORY  


 


I. AUTHORITY AND SCOPE 
 


A. These policies governThis policy governs the release of information in 
from the case management systems maintained by the Administrative 
Office of the Courts (AOC), that include the Judicial Information System 
(JIS), the Superior Court Management Information System (SCOMIS), the 
Appellate Court System (ACORDS) and Odyssey. It also includes data 
collected by AOC from other court case management systems .  The 
policy is approved and are promulgated by the Judicial Information 
System Committee (JIS Committee), pursuant to Judicial Information 
System Committee Rule (JISCR) 12 and JISCR 15(d). They , and apply 
applies to all requests for computer-based court information subject to 
JISCR 15.  
 


B. These policies are toThis policy is to be administered in the context of the 
requirement of Article I, § 10 of the Constitution of the State of Washington 
that states:  "Justice in all cases shall be administered openly, and without 
unnecessary delay," as well as the privacy protections of Article I, § 7, and 
General Rule (GR) 31. 


 
C. These policies doThis policy does not apply to requests initiated by or with 


the consent of the Administrator for the CourtsState Court Administrator or 
his/her  fordesignee for the purpose of answering a request vital to the 
internal business of the courts. See JISCR 15(a).  
 


D. This policy does not apply to documents filed with the local courts and 
county clerks’ offices. 


 



http://www.courts.wa.gov/datadis/?fa=datadis.policyDiss#I

http://www.courts.wa.gov/datadis/?fa=datadis.policyDiss#II

http://www.courts.wa.gov/datadis/?fa=datadis.policyDiss#III

http://www.courts.wa.gov/datadis/?fa=datadis.policyDiss#IV

http://www.courts.wa.gov/datadis/?fa=datadis.policyDiss#V

http://www.courts.wa.gov/datadis/?fa=datadis.policyDiss#V

http://www.courts.wa.gov/datadis/?fa=datadis.policyDiss#VI

http://www.courts.wa.gov/datadis/?fa=datadis.policyDiss#VII

http://www.courts.wa.gov/datadis/?fa=datadis.policyDiss#VIII

http://www.courts.wa.gov/datadis/?fa=datadis.policyDiss#IX

http://www.courts.wa.gov/datadis/?fa=datadis.policyDiss#XI
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II. DEFINITIONS 
 


A. “JIS” is the acronym for “Judicial Information System” and as used in this 
policy represents all the case management systems that the AOC 
currently maintains. 
 


B. Records “JIS record” is an electronic representation of information stored 
within, or derived from the case management systems that the AOC 
maintains.  It is programmed to be available in readable and retrievable 
form.  


1. "JIS record" is an electronic representation (bits/bytes) of 
information either stored within, derived from, or accessed from the 
OAC. (Amended February 27, 1998.)  


"JIS legal record" is a JIS record that is the electronic duplication 
of the journal of proceedings or other case-related information 
which it is the duty of the court clerk to keep, and which is 
programmed to be available in human readable and retrievable 
form. Case information reflecting the official legal file and displayed 
by JIS programs are JIS legal records.  


C. JIS Reports  
 


1. "JIS reportsreports" are the results of special programs written to 
retrieve and manipulate JIS records into a human readable form, 
other than the JIS legal record. It includes, but is not limited to, 
index reports, compiled aggregate numbers, and statistics. 


2.  "Compiled reports" are based on information related to more than 
one case or more than one court. As used in this policy, "compiled 
reports" do not include index reports.  


3.2. “Index reports” are reports containing bulk court data with set 
data elements. 


4.3. “Compiled aggregate numbers” are JIS reports containing only 
total numerical quantities without case level data elements.  


5.4. “Routine summary reports” are JIS reports automatically 
generated by courts, county clerks’ offices, or the AOC during the 
course of daily business.  
 


D. Data Dissemination Management  
 


1. "Data dissemination" is the reporting or other release of 
information derived from JIS records.  


2. The "data Data dissemination manageradministrator" is the 
individual designated within the Office of the Administrator 
forAdministrative Office of the Courts and within each individual 
court or county clerk’s office, and that is assigned the responsibility 
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for of administration of data dissemination, including responding to 
requests of the public, other governmental agencies, or other 
participants in the judicial information system. Courts and county 
clerks’ offices may use multiple staff to satisfy this role.The name 
and title of the current data dissemination manager for each court 
and the Office of the Administrator forAdministrative the Courts 
shall be kept on file with the Office of the Administrator for the 
Courts.  
 


E. Electronic Data Dissemination Contract  
The "electronic data dissemination contract" is an agreement between 
the a county clerk’s office, a Washington state court, or the Office of the 
Administrator forAdministrative Office of the Courts and any non-
Washington state court entity, except a Washington State court (Supreme 
Court, court of appeals, superior court, district court, or municipal court), 
that is provided informationfor release of data contained in the JIS in an 
electronic format. The data dissemination contract shall specify terms and 
conditions, as approved by the Judicial Information SystemJIS Committee, 
concerning the data including but not limited to restrictions, obligations, 
and cost recovery agreementsfees. Any such contract shall at a minimum 
include the language contained in Exhibit A – Electronic Data 
Dissemination Contract. (Amended February 27, 1998.)  


F. Well Identified Person  
“Well Identified Person” is defined for the purposes of this policy as an 
individual whose name and address are entered into the case 
management system with the possible addition of a date of birth, driver’s 
license number, the state criminal identification (SID) number, or the 
Department of Corrections (DOC) number. 


III. ACCESS TO JIS LEGAL RECORDS 


Open Records Policy. The following principles apply to the interpretation 
of procedural rules or guidelines set forth in this policy.  


A. Access to and release of JIS data will be consistent with Article I, § 10 of 
the Constitution of the State of Washington, GR 31 and Washington state 
statutes. Statutes, court rules, case law, and policy guidelines that protect 
individual privacy and confidential court records shall be adhered to when 
JIS records or JIS reports are disseminated. All access to JIS records and 
JIS reports is subject to the requirements of the criteria for release of data 
specified in JISCR 15(f): availability of data, specificity of the request, 
potential for infringement of personal privacy created by release of the 
information requested, and potential disruption to the internal ongoing 
business of the courts. JIS records or JIS reports provided in electronic 
format shall be subject to provisions contained in the data dissemination 
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contract.Information related to the conduct of the courts' business, 
including statistical information and information related to the performance 
of courts and judicial officers, is to be disclosed as fully as resources will 
permit. In order to effectuate the policies protecting individual privacy 
which are incorporated in statutes, case law, and policy guidelines, direct 
downloading of the database is prohibited except for the index items 
identified in Section III.B.6. Such downloads shall be subject to conditions 
contained in the electronic data dissemination contract. (Amended 
February 27, 1998.)  


3. Dissemination of compiled reports on an individual, including information 
from more than one case, is to be limited to those items contained in a case 
index, as defined in Section III.B.6.  


B. Privacy protections accorded by the United States Congress and by the 
Washington State Legislature to records held by other state agencies are 
to be applied to requests for computerized information from courtJIS 
records or JIS reports, unless such record is a “court record” as defined in 
GR 31 and access is controlled by GR 31(d) and GR 31(e). admitted in 
the record of a judicial proceeding, or otherwise made a part of a file in 
such a proceeding, so that court computer records will not be used to 
circumvent such protections.  


C. Contact Lists: Access to JIS information will not be granted when to do 
so would have the effect of providing access to lists of individuals for 
commercial purposes, defined as set forth in RCW 42.17.260(6) and WAC 
390-13-010, i.e., that in connection with access to a list of individuals, the 
person requesting the record intends that the list will be used to 
communicate with the individuals named in the record for the purpose of 
facilitating profit expecting activity. The use of JIS records or JIS reports 
for the purpose of commercial solicitation of individuals named in the court 
records is prohibited. Requests for JIS data for this purpose will be denied.  


6. Except to the extent that dissemination is restricted by Section IV.B, or is 
subject to provisions in the electronic data dissemination contract, electronic 
records representing court documents are to be made available on a case-by-
case and court-by-court basis as fully as they are in hard copy form. (Amended 
February 27, 1998.)  


All access to JIS information is subject to the requirements of the criteria for 
release of data specified in JISCR 15(f): availability of data, specificity of the 
request, potential for infringement of personal privacy created by release of 
the information requested, and potential disruption to the internal ongoing 
business of the courts. JIS information provided in electronic format shall be 
subject to provisions contained in the electronic data dissemination contract. 
(Amended February 27, 1998.)  
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D. Court and county clerk data dissemination managers administrators will 
restrict the public dissemination of JIS reports to data related to the 
manager's administrator’s particular court, or court operations subject to 
the supervision of that court, except where the court has access to JIS 
statewide indices. A court or county clerk may disseminate a report or 
data summarizing an individual’s case history. 


E. Courts and county clerks’ offices may direct requestors to the 
Administrative Office of the Courts if the request falls under GR 31 (g)(2) 
and creates an undue burden on the court’s or the county clerk’s 
operations because of the amount of equipment, materials, staff time, 
computer time or other resources required to satisfy the request. 


F. Routine summary reports will be made available to the public upon 
request, subject to the payment of an established fee and so long as such 
request can be met without unduly disrupting the on-going business of the 
courts.  


3. Access to JIS legal records, in the form of case-specific records, will be 
permitted to the extent that such records in other forms are open to 
inspection by statute, case law and court rule, and unless restricted by the 
privacy and confidentiality policies below.  


4. Individuals, personally or through their designees, may obtain access to 
compiled legal records pertaining to themselves upon written request, 
accompanied by a signed waiver of privacy.  


5. No compiled reports will be disseminated containing information which 
permits a person, other than a judicial officer or an attorney engaged in 
the conduct of court business, to be identified as an individual, except that 
data dissemination managers may disseminate the following:  


a. Public agency requested reports. Reports requested by 
public agencies which perform, as a principal function, 
activities directly related to the prosecution, adjudication, 
detention, or rehabilitation of criminal offenders, or to the 
investigation, adjudication, or enforcement of orders related 
to the violation of professional standards of conduct, 
specifically including criminal justice agencies certified to 
receive criminal history record information pursuant to RCW 
10.97.030(5)(b).  


b. Personal reports, on the request or signed waiver of the 
subject of the report.  


c. On court order.  
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G. Index Report 
1. An index report, containing some or all of the following information, may 


be disseminated: (Amended February 27, 1998.) shall not contain 
confidential information as determined by Court Rules, Washington state 
law and Federal law. In addition, the following data is confidential 
information: 


 
1a. filing date;social security numbers;  
2b.   case caption;financial account numbers;  
3c. party name and relationship to case (e.g., plaintiff, 


defendant);driver’s license numbers;  
4d. cause of action or charge;dates of birth of a minor child;  
5e. case number or designation; party addresses and telephone 


numbers; 
6f. case outcome; witness and victim addresses and phone numbers;  
7g. disposition date.abstract driving records as defined in RCW 


46.52.130; and 
h. well identified person addresses and phone numbers. 


 


COMMENT 


The JISC Data Dissemination Policy adopted on May 19, 1995 limited public 
access to JIS data to an index report. Address information was not a data 
element included in that index report. The Data Dissemination Policy also 
prohibited public access to compiled reports. This policy predated the 
adoption of GR 31 and GR 22. Neither GR 15, GR 31 nor GR 22 provide for 
confidentiality of party addresses. A Confidential Information Form (CIF) 
promulgated by the Pattern Forms Committee must be completed and 
provided to the Clerk upon filing a family law matter or domestic violence 
petition. The current version of the CIF, as of 11/1/2016, provides a block 
which may be checked by a party providing: “the health, safety, or liberty of a 
party or child would be jeopardized by disclosure of address information 
because:____________.” See RCW 26.27.281(5).  No additional security is 
provided in the JIS system by a party checking this block.  A reasonable 
expectation of privacy in the address information on the CIF is created by 
checking this block. 


The JIS system, including Odyssey, cannot differentiate the source of an 
address currently contained in the system. 


2. No screen or report in a JIS system shall be made available for public 
dissemination if it contains confidential information, as defined in this 
section, notwithstanding any other provision of this policy. 
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(III.B.6.f. and III.B.6.g. added December 5, 1997.)  


3. An index report provided in electronic format shall be subject to the 
provisions contained in the electronic data dissemination contract. 
(Amended February 27, 1998.)  


A report sorted by case resolution and resolution type, giving index criteria 
except individual names, may be compiled and released. (Section added 
June 21, 1996.)  


4. A local court or county clerk’s office is not precluded by this policy from 
releasing, without redaction, a document or pleading containing a 
residential address, as this policy does not apply to documents filed with 
local courts or county clerks’ offices.  


5.  A local court or county clerk’s office is not precluded by this policy from 
providing the address of a party or well identified person to a state agency 
to meet requirements of law or court rules. 


6.   A local court or county clerk’s office is not precluded from providing the 
address of a party or well identified person for the purpose of conducting 
the court’s or the county clerk’s business  


H.  Financial Data. 


1.  Requests to courts or county clerks’ offices will be handled 
by that individual office in the same manner as all other 
requests for court data. 


2. Requests to the AOC for statewide financial court data or for 
an individual court’s data will be handled in the following 
manner: 
a. Requestor will provide as much detail as possible 


regarding the specific financial information being 
requested. Explanations may include such information 
as specific codes, accounting or non-accounting 
needs, statewide aggregate, court aggregate or case-
by-case data, and court levels. 


b.  The AOC will review the request and submit any 
clarifications to the requestor. Communications may 
need to take place between the AOC staff and the 
requestor so the parties know what is being asked for 
and what can be provided. The time taken for 
clarifications and meetings will be in addition to any 
time estimates given for compiling the data. Further, 
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the requestor will be charged for the staff time under 
the approved cost recovery fee for 
research/programming. 


c.  Prior to release of the report, the data will be reviewed 
by delegated court and/or county clerk 
representatives for accuracy and completeness. 
Review period for representatives will be ten (10) 
days. Any disputes between AOC and the 
court/county clerk representatives regarding the data 
contained in the reports shall be resolved by the JISC 
Data Dissemination Committee. 


 


IV. JIS PRIVACY AND CONFIDENTIALITY POLICIES 
 


A. Information in JIS records which is sealed, exempted, or otherwise 
restricted by law, including  or court rule, whether or not directly applicable 
to the courts, may not be released except by specific court order, by 
statutory authority, or for research requests described in Section IV.C.  
 


B. Confidential information regarding individual litigants, witnesses, or jurors, 
or well identified persons that has been collected for the internal 
administrative operations is contained in case management systems of 
the courts will not be disseminated. This information includes, but is not 
limited to, credit card and P.I.N. numbers, and social security numbers. 
Identifying information (including, but not limited to, residential addresses 
and residential personal phone numbers) regarding individual litigants, 
witnesses, or jurors, or well identified persons will not be disseminated, 
except that the residential addresses of litigants will be available to the 
extent otherwise permitted by law and court rule. (Section amended 
September 20, 1996; June 26, 1998.)  
 


C. A data dissemination manager administrator may provide data for a 
research report when the identification of specific individuals is ancillary to 
the purpose of the research, the data will not be sold or otherwise 
distributed to third parties, and the requester requestor agrees to maintain 
the confidentiality required by these policies. In such instances, the 
requester requestor shall complete a research agreement in a form 
prescribed by the Office of the Administrator for Administrative Office of 
the Courts. The research agreement shall: 1) require the requester 
requestor to explain provisions for the secure protection of any data that is 
confidential, using physical locks, computer passwords and/or encryption; 
2) prohibit the disclosure of data in any form which identifies an individual; 
3) prohibit the copying or duplication of information or data provided other 
than for the stated research, evaluative, or statistical purpose. (Amended 
June 6, 1997.)  
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V. LIMITATION ON DISSEMINATION OF JUVENILE OFFENDER COURT 
RECORDS* 


The dissemination of juvenile offender court records maintained in the Judicial 
Information System shall be limited as follows:  


A. Juvenile offender court records shall be excluded from any bulk 
distribution of JIS records by the Administrative Office of the Courts 
otherwise authorized by GR 31(g), except for research purposes as 
permitted by statute or court rule.  
 


B. The Administrative Office of the Courts shall not display any information 
from an official juvenile offender court record on a publicly-accessible 
website that is a statewide index of court cases.  


* Juvenile offender court records shall remain publicly accessible on the JIS Link 
notwithstanding any provision of this section. (Section added September 6, 
2013.)  


VI. PROCEDURES 
 


A. Uniform procedures for requesting JIS information, and for the appeal of 
decisions of data dissemination managersadministrators, shall be as set 
forth in policies issued by the Office of the Administrator for the 
CourtsAdministrative Office of the Courts pursuant to JISCR 15(d).  
 


B. In any case where a report is provided, the report must be accompanied 
by a suitable disclaimer noting that the court, the county clerk’s office, and 
the Administrative Office of the Courts can make no representations 
regarding the identity of any persons whose names appear in the report, 
and that the court makescan make no representations as to the accuracy 
and completeness of the data except for court purposes. Courts, county 
clerks’ offices, or their associations may apply to the JIS Data 
Dissemination Committee (DDC) for an exemption to the disclaimer for 
specific routine summary reports that are generated in such a manner that 
makes the accompaniment difficult. The exemption request should include 
an explanation as to why producing the disclaimer is difficult for that 
particular report.  
 


VII. ACCESS TO AND USE OF DATA BY COURTS 


The Courtscourts, the county clerks’ offices, and their employees may access 
and use JIS records only for the purpose of conducting official court business. 
Such access and use shall be governed by appropriate security policies and 
procedures. Each year, all court staff, county clerk staff, and anyone receiving 
access from a court or a county clerk’s office, including prosecutors and public 
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defenders with access to the Judicial Access Browser System (JABS), will sign a 
confidentiality agreement by January 31. The courts and the county clerks’ 
offices will then submit a Statement of Compliance to the AOC by March 31 
confirming that their staff and any other users receiving access from their office 
have executed the agreements. This requirement does not apply to subscribers 
to portals (i.e. Odyssey Portal or comparable systems) which furnish access to 
court data, provided that the subscription or user agreement for such systems 
includes conditions establishing confidentiality and limitations on the 
dissemination of court data obtained through such systems.  


VIII. ACCESS TO AND USE OF DATA BY CRIMINAL JUSTICE AGENCIES AND 
BY THE WASHINGTON STATE ATTORNEY GENERAL’S OFFICE, THE 
WASHINGTON STATE OFFICE OF PUBLIC DEFENSE, AND THE 
WASHINGTON STATE OFFICE OF CIVIL LEGAL AID 
 


A. "Criminal justice agencies" as defined in RCW Chapter chapter 10.97 
RCW shall have additional access to JIS records beyond that which is 
permitted the public.  
 


B. The JIS Committee shall approve the access level and permitted use(s) 
for classes of criminal justice agencies including, but not limited to, law 
enforcement, prosecutors, and corrections. An agency that is not covered 
by a class may request access.  


 
C. Agencies requesting access under this provision shall identify the 


information requested and the proposed use(s).  
 
D. Access by criminal justice agencies shall be governed by an electronic 


data dissemination contract with each such agency. The contract shall: 
 


1. Specify the data to which access is granted.  
2. Specify the uses which the agency may make of the data.  
3. Include the agency’s agreement that its employees will access the 


data only for the uses specified.  
 


E. The Washington State Attorney General’s Office will be provided 
additional access to JIS records for those cases in which it represents the 
State.   
 


F. The Washington State Office of Public Defense will be provided additional 
access to JIS records for those cases in which it is responsible for indigent 
defense services, and/or has a right to access under RCW 13.50.010(13). 


 
G. The Washington State Office of Civil Legal Aid will be provided additional 


access to JIS records for those cases for which it has a right of access 
under RCW 13.50.010(14). 
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IX. ACCESS TO AND USE OF DATA BY PUBLIC PURPOSE AGENCIES 
 


A. "Public purpose agency" includes governmental agencies included in the 
definition of "agency" in RCW 42.17.02042.56.010 and other non-profit 
organizations whose principal function is to provide services to the public.  
 


B. A public purpose agency may request court records not publicly 
accessible for scholarly, governmental, or research purposes where the 
identification of specific individuals is ancillary to the purpose of the 
request.   


 
C. Upon approval by the JIS Committee, public purpose agencies may be 


granted additional access to JIS records beyond that which is permitted 
the public.  


D.C. Agencies requesting additional access under this provision shall identify 
the information requested and the proposed use(s). In reviewing such 
requests, the JISC courts, the county clerks’ offices, and the JIS 
Committee will consider such criteria as:  
 


1. The extent to which access will result in efficiencies in the operation 
of a court or courts.  


2. The extent to which access will enable the fulfillment of a legislative 
mandate.  


3. The extent to which access will result in efficiencies in other parts of 
the criminal justice system.  


4. The risks created by permitting such access.  
The courts, the county clerks’ offices, and the JIS Committee must 
determine that fulfilling the request will not violate GR 31, and must 
determine the minimum access to restricted court records necessary for 
the purpose of the request.  


E.D. Access by public purpose agencies shall be governed by an electronica  
data dissemination contract with each such agency. The contract shall:  
 


1. Require the requestor to specify provisions for the secure 
protection of any data that is confidential. 


1.2. Specify the data to which access is granted.Prohibit the disclosure 
of data in any form which identifies an individual.   


2.3. Specify the uses which the agency may make of the dataProhibit 
the copying, duplication, or dissemination of information or data 
provided other than for the stated purpose.  


3.4. Include the agency’s agreement that its employees will access the 
data only for the uses specifiedMaintain a log of any distribution of 
court records which will be open and available for audit by the 
court, the county clerk’s office or the AOC. Any audit should verify 
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that the court records are being appropriately used and in a manner 
consistent with GR 31.  


 


 


 


X. E-MAIL 


The JIS provides e-mail for official court business use only. Access to judicial 
officers’ and court employees’ e-mail is restricted. Access to a judicial officer’s e-
mail files shall only be granted with the permission of the judicial officer involved. 
Request for access to a court employee’s e-mail or to logs containing records on 
an employee’s e-mail shall be subject to the review and approval of the county 
clerk if the employee is employed in the clerk’s office, or the presiding judge or 
court administrator if the employee is employed by the court. Nothing in this 
policy shall be used as a reason to withhold records which are the subject of a 
subpoena or otherwise available to the public.  


XI.X. VERSION HISTORY 


These policies shall take effect 30 days from the date of their adoption by the 
Judicial Information Systems Committee, May 19, 1995.  


• Adopted May 19, 1995  
• Amended June 21, 1996  
• Amended September 20, 1996  
• Amended June 6, 1997  
• Amended December 5, 1997  
• Amended February 27, 1998  
• Amended June 26, 1998  
• Amended September 6, 2013  
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I. AUTHORITY AND SCOPE 


A. This policy governs the release of information from the case management 
systems maintained by the Administrative Office of the Courts (AOC) that 
include the Judicial Information System (JIS), the Superior Court 
Management Information System (SCOMIS), the Appellate Court System 
(ACORDS) and Odyssey. It also includes data collected by AOC from other 
court case management systems. The policy is approved by the Judicial 
Information System Committee (JISC), pursuant to the Judicial Information 
System Committee Rule (JISCR) 12 and JISCR 15(d), and applies to all 
requests for computer-based court information subject to JISCR 15.  


B. This policy is to be administered in the context of the requirement of Article I, 
§ 10 of the Constitution of the State of Washington that states:  "Justice in all
cases shall be administered openly, and without unnecessary delay," as well 
as the privacy protections of Article I, § 7, and General Rule (GR) 31. 


C. This policy does not apply to requests initiated by or with the consent of the 
State Court Administrator or his/her designee for the purpose of answering a 
request vital to the internal business of the courts. See JISCR 15(a).  


D. This policy does not apply to documents filed with the local courts and county 
clerks’ offices. 


II. DEFINITIONS


A. “JIS” is the acronym for “Judicial Information System” and as used in this
policy represents all the case management systems that the AOC currently 
maintains. 
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B. “JIS record” is an electronic representation of information stored within, or 
derived from the case management systems that the AOC maintains. It is 
programmed to be available in readable and retrievable form.  


 
C. JIS Reports  


 
1. "JIS reports" are the results of special programs written to retrieve and 


manipulate JIS records into a readable form. It includes, but is not limited 
to, index reports, compiled aggregate numbers, and statistics. 


2. "Index reports" are reports containing bulk court data with set data 
elements. 


3. "Compiled aggregate numbers" are JIS reports containing only total 
numerical quantities without case level data elements.  


4. "Routine summary reports" are JIS reports automatically generated by 
courts, county clerks’ offices, or the AOC during the course of daily 
business.  


 
D. Data Dissemination Management  


 
1. "Data dissemination" is the reporting or other release of information 


derived from JIS records.  
2. "Data dissemination administrator" is the individual designated within 


the AOC and within each individual court or county clerk’s office, who is 
assigned the responsibility of administration of data dissemination, 
including responding to requests of the public, other governmental 
agencies, or other participants in the judicial information system. Courts 
and county clerks’ offices may use multiple staff to satisfy this role. 


 
E. Data Dissemination Contract  


The "data dissemination contract" is an agreement between a county 
clerk’s office, a Washington state court, or the AOC and any non-
Washington state court entity for release of data contained in the JIS. The 
data dissemination contract shall specify terms and conditions, as 
approved by the JISC, concerning the data including but not limited to 
restrictions, obligations, and cost recovery fees.  


F. Well Identified Person  
“Well identified person” is defined for the purposes of this policy as an 
individual whose name and address are entered into the case 
management system with the possible addition of a date of birth, driver’s 
license number, the state criminal identification (SID) number, or the 
Department of Corrections (DOC) number. 


III. ACCESS TO JIS RECORDS 


A. Access to and release of JIS data will be consistent with Article I, § 10 of the 
Constitution of the State of Washington, GR 31, and Washington state 
statutes. Statutes, court rules, case law, and policy guidelines that protect 
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individual privacy and confidential court records shall be adhered to when JIS 
records or JIS reports are disseminated. All access to JIS records and JIS 
reports is subject to the requirements of the criteria for release of data 
specified in JISCR 15(f):  availability of data, specificity of the request, 
potential for infringement of personal privacy created by release of the 
information requested, and potential disruption to the internal ongoing 
business of the courts. JIS records or JIS reports provided in electronic format 
shall be subject to provisions contained in the data dissemination contract. 


B. Privacy protections accorded by the United States Congress and by the 
Washington State Legislature to records held by other state agencies are to 
be applied to requests for JIS records or JIS reports, unless such record is a 
“court record” as defined in GR 31 and access is controlled by GR 31(d) and 
GR 31(e).  


C. Contact Lists:  The use of JIS records or JIS reports for the purpose of 
commercial solicitation of individuals named in the court records is prohibited.  
Requests for JIS data for this purpose will be denied.  


D. Court and county clerk data dissemination administrators will restrict the 
public dissemination of JIS reports to data related to the administrator’s 
particular court, or court operations subject to the supervision of that court.    
A court or county clerk may disseminate a report or data summarizing an 
individual’s case history. 


E. Courts and county clerks’ offices may direct requestors to the AOC if the 
request falls under GR 31(g)(2) and creates an undue burden on the court’s 
or the county clerk’s operations because of the amount of equipment, 
materials, staff time, computer time or other resources required to satisfy the 
request. 


F. Routine summary reports will be made available to the public upon request, 
subject to the payment of an established fee and so long as such request can 
be met without unduly disrupting the on-going business of the courts.  


G. Index Report 
 


1. An index report shall not contain confidential information as determined by 
Court Rules, Washington state law, and Federal law. In addition, the 
following data is confidential information: 


 
a. social security numbers;  
b.   financial account numbers;  
c. driver’s license numbers;  
d. dates of birth of a minor child;  
e. party addresses and telephone numbers; 
f. witness and victim addresses and phone numbers;  
g. abstract driving records as defined in RCW 46.52.130; and 
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h. well identified person addresses and phone numbers. 


COMMENT 


The JISC Data Dissemination Policy adopted on May 19, 1995 limited public 
access to JIS data to an index report. Address information was not a data 
element included in that index report. The Data Dissemination Policy also 
prohibited public access to compiled reports. This policy predated the 
adoption of GR 31 and GR 22. Neither GR 15, GR 31 nor GR 22 provide for 
confidentiality of party addresses. A Confidential Information Form (CIF) 
promulgated by the Pattern Forms Committee must be completed and 
provided to the Clerk upon filing a family law matter or domestic violence 
petition. The current version of the CIF, as of 11/1/2016, provides a block 
which may be checked by a party providing:  “the health, safety, or liberty of a 
party or child would be jeopardized by disclosure of address information 
because:____________.”  See RCW 26.27.281(5). No additional security is 
provided in the JIS system by a party checking this block. A reasonable 
expectation of privacy in the address information on the CIF is created by 
checking this block. 


The JIS system, including Odyssey, cannot differentiate the source of an 
address currently contained in the system. 


2. No screen or report in a JIS system shall be made available for public 
dissemination if it contains confidential information, as defined in this 
section, notwithstanding any other provision of this policy. 


3. An index report provided in electronic format shall be subject to the 
provisions contained in the data dissemination contract.  (Amended 
February 27, 1998.)  


4. A local court or county clerk’s office is not precluded by this policy from 
releasing, without redaction, a document or pleading containing a 
residential address, as this policy does not apply to documents filed with 
local courts or county clerks’ offices.  


5.  A local court or county clerk’s office is not precluded by this policy from 
providing the address of a party or well identified person to a state agency 
to meet requirements of law or court rules. 


6.   A local court or county clerk’s office is not precluded from providing the 
address of a party or well identified person for the purpose of conducting 
the court’s or the county clerk’s business  


H. Financial Data 
 
1. Requests to courts or county clerks’ offices will be handled by that 


individual office in the same manner as all other requests for court data. 
2. Requests to the AOC for statewide financial court data or for an individual 


court’s data will be handled in the following manner: 
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a. Requestor will provide as much detail as possible regarding the 
specific financial information being requested. Explanations may 
include such information as specific codes, accounting or non-
accounting needs, statewide aggregate, court aggregate or case-by-
case data, and court levels. 


b.  The AOC will review the request and submit any clarifications to the 
requestor. Communications may need to take place between the AOC 
staff and the requestor so the parties know what is being asked for and 
what can be provided. The time taken for clarifications and meetings 
will be in addition to any time estimates given for compiling the data.  
Further, the requestor will be charged for the staff time under the 
approved cost recovery fee for research/programming. 


c.  Prior to release of the report, the data will be reviewed by delegated 
court and/or county clerk representatives for accuracy and 
completeness. Review period for representatives will be ten (10) days.  
Any disputes between AOC and the court/county clerk representatives 
regarding the data contained in the reports shall be resolved by the 
JISC Data Dissemination Committee (DDC). 


IV. JIS PRIVACY AND CONFIDENTIALITY POLICIES 
 


A. Information in JIS records which is sealed, exempted, or otherwise restricted 
by law, including court rule, whether or not directly applicable to the courts, 
may not be released except by specific court order, by statutory authority, or 
for research requests described in Section IV.C.  


 
B. Confidential information regarding individual litigants, witnesses, jurors, or 


well identified persons that is contained in case management systems of the 
courts will not be disseminated.  Identifying information (including, but not 
limited to, residential addresses and personal phone numbers) regarding 
individual litigants, witnesses, jurors, or well identified persons will not be 
disseminated, except that the residential addresses of litigants will be 
available to the extent otherwise permitted by law and court rule.  (Section 
amended September 20, 1996; June 26, 1998.)  


 
C. A data dissemination administrator may provide data for a research report 


when the identification of specific individuals is ancillary to the purpose of the 
research, the data will not be sold or otherwise distributed to third parties, and 
the requestor agrees to maintain the confidentiality required by these policies.  
In such instances, the requestor shall complete a research agreement in a 
form prescribed by the AOC.  The research agreement shall:  1) require the 
requestor to explain provisions for the secure protection of any data that is 
confidential, using physical locks, computer passwords, and/or encryption; 2) 
prohibit the disclosure of data in any form which identifies an individual; 3) 
prohibit the copying or duplication of information or data provided other than 
for the stated research, evaluative, or statistical purpose.  (Amended June 6, 
1997.)  
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V. LIMITATION ON DISSEMINATION OF JUVENILE OFFENDER COURT 
RECORDS* 


The dissemination of juvenile offender court records maintained in the Judicial 
Information System shall be limited as follows:  


A. Juvenile offender court records shall be excluded from any bulk distribution of 
JIS records by the AOC otherwise authorized by GR 31(g), except for 
research purposes as permitted by statute or court rule.  


 
B. The AOC shall not display any information from an official juvenile offender 


court record on a publicly-accessible website that is a statewide index of court 
cases.  


* Juvenile offender court records shall remain publicly accessible on the JIS Link 
notwithstanding any provision of this section.  (Section added September 6, 
2013.)  


VI. PROCEDURES 
 


A. Uniform procedures for requesting JIS information, and for the appeal of 
decisions of data dissemination administrators, shall be set forth in policies 
issued by the AOC pursuant to JISCR 15(d).  
 


B. In any case where a report is provided, the report must be accompanied by a 
suitable disclaimer noting that the court, the county clerk’s office, and the 
AOC can make no representations regarding the identity of any persons 
whose names appear in the report, and can make no representations as to 
the accuracy and completeness of the data except for court purposes.  
Courts, county clerks’ offices, or their associations may apply to the JIS Data 
Dissemination Committee (DDC) for an exemption to the disclaimer for 
specific routine summary reports that are generated in such a manner that 
makes the accompaniment difficult. The exemption request should include an 
explanation as to why producing the disclaimer is difficult for that particular 
report.  


 
VII. ACCESS TO AND USE OF DATA BY COURTS 


 
The courts, the county clerks’ offices, and their employees may access and use 
JIS records only for the purpose of conducting official court business. Such 
access and use shall be governed by appropriate security policies and 
procedures. Each year, all court staff, county clerk staff, and anyone receiving 
access from a court or a county clerk’s office, including prosecutors and public 
defenders with access to the Judicial Access Browser System (JABS), will sign a 
confidentiality agreement by January 31. The courts and the county clerks’ offices 
will then submit a Statement of Compliance to the AOC by March 31 confirming 
that their staff and any other users receiving access from their office have 
executed the agreements. This requirement does not apply to subscribers to 
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portals (i.e. Odyssey Portal or comparable systems) which furnish access to court 
data, provided that the subscription or user agreement for such systems includes 
conditions establishing confidentiality and limitations on the dissemination of court 
data obtained through such systems.  
 


VIII. ACCESS TO AND USE OF DATA BY CRIMINAL JUSTICE AGENCIES AND BY 
THE WASHINGTON STATE ATTORNEY GENERAL’S OFFICE, THE 
WASHINGTON STATE OFFICE OF PUBLIC DEFENSE, AND THE 
WASHINGTON STATE OFFICE OF CIVIL LEGAL AID 


 
A. "Criminal justice agencies" as defined in chapter 10.97 RCW shall have 


additional access to JIS records beyond that which is permitted the public.  
 


B. The JISC shall approve the access level and permitted use(s) for classes of 
criminal justice agencies including, but not limited to, law enforcement, 
prosecutors, and corrections. An agency that is not covered by a class may 
request access.  


 
C. Agencies requesting access under this provision shall identify the information 


requested and the proposed use(s).  
 


D. Access by criminal justice agencies shall be governed by a data 
dissemination contract with each such agency. The contract shall: 


 
1. Specify the data to which access is granted.  
2. Specify the uses which the agency may make of the data.  
3. Include the agency’s agreement that its employees will access the data 


only for the uses specified.  
 


E. The Washington State Attorney General’s Office will be provided additional 
access to JIS records for those cases in which it represents the State.   
 


F. The Washington State Office of Public Defense will be provided additional 
access to JIS records for those cases in which it is responsible for indigent 
defense services, and/or has a right to access under RCW 13.50.010(13). 
 


G. The Washington State Office of Civil Legal Aid will be provided additional 
access to JIS records for those cases for which it has a right of access under 
RCW 13.50.010(14). 


 
IX. ACCESS TO AND USE OF DATA BY PUBLIC PURPOSE AGENCIES 


 
A. "Public purpose agency" includes governmental agencies included in the 


definition of "agency" in RCW 42.56.010 and other non-profit organizations 
whose principal function is to provide services to the public.  
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B. A public purpose agency may request court records not publicly accessible 
for scholarly, governmental, or research purposes where the identification of 
specific individuals is ancillary to the purpose of the request.   


 
C. Agencies requesting additional access under this provision shall identify the 


information requested and the proposed use(s). In reviewing such requests, 
the courts, the county clerks’ offices, and the JISC will consider such criteria 
as:  


 
1. The extent to which access will result in efficiencies in the operation of a 


court or courts.  
2. The extent to which access will enable the fulfillment of a legislative 


mandate.  
3. The extent to which access will result in efficiencies in other parts of the 


criminal justice system.  
4. The risks created by permitting such access.  


 
The courts, the county clerks’ offices, and the JISC must determine that 
fulfilling the request will not violate GR 31, and must determine the minimum 
access to restricted court records necessary for the purpose of the request.  


D. Access by public purpose agencies shall be governed by a data 
dissemination contract. The contract shall:  


 
1. Require the requestor to specify provisions for the secure protection of 


any data that is confidential. 
2. Prohibit the disclosure of data in any form which identifies an individual.   
3. Prohibit the copying, duplication, or dissemination of information or data 


provided other than for the stated purpose.  
4. Maintain a log of any distribution of court records which will be open and 


available for audit by the court, the county clerk’s office or the AOC. Any 
audit should verify that the court records are being appropriately used 
and in a manner consistent with GR 31.  
 


X. VERSION HISTORY 
 
These policies shall take effect 30 days from the date of their adoption by the 
JISC, May 19, 1995.  


• Adopted May 19, 1995  
• Amended June 21, 1996  
• Amended September 20, 1996  
• Amended June 6, 1997  
• Amended December 5, 1997  
• Amended February 27, 1998  
• Amended June 26, 1998  
• Amended September 6, 2013  
• Amended  
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Amendments to Section VIII  
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Current Data Dissemination Policy Section VIII: 


VIII. ACCESS TO AND USE OF DATA BY CRIMINAL JUSTICE AGENCIES


A. "Criminal justice agencies" as defined in RCW Chapter 10.97 shall have 
additional access to JIS records beyond that which is permitted the public. 


B. The JIS Committee shall approve the access level and permitted use(s) 
for classes of criminal justice agencies including, but not limited to, law 
enforcement, prosecutors, and corrections. An agency that is not covered 
by a class may request access.  


C. Agencies requesting access under this provision shall identify the 
information requested and the proposed use(s).  


D. Access by criminal justice agencies shall be governed by an electronic 
data dissemination contract with each such agency. The contract shall: 


1. Specify the data to which access is granted.
2. Specify the uses which the agency may make of the data.


Include the agency’s agreement that its employees will access the data only for 
the uses specified. 


Amended Data Dissemination Policy Section VIII: 


VIII. ACCESS TO AND USE OF DATA BY CRIMINAL JUSTICE AGENCIES AND
BY THE WASHINGTON STATE ATTORNEY GENERAL’S OFFICE, THE
WASHINGTON STATE OFFICE OF PUBLIC DEFENSE, AND THE 
WASHINGTON STATE OFFICE OF CIVIL LEGAL AID 


A. "Criminal justice agencies" as defined in RCW Chapter chapter 
10.97 RCW shall have additional access to JIS records beyond that 
which is permitted the public. 


B. The JIS Committee shall approve the access level and permitted use(s) 
for classes of criminal justice agencies including, but not limited to, law 
enforcement, prosecutors, and corrections. An agency that is not 
covered by a class may request access. 


C. Agencies requesting access under this provision shall identify 
the information requested and the proposed use(s). 


D. Access by criminal justice agencies shall be governed by an 
electronic data dissemination contract with each such agency. The 
contract shall: 
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1. Specify the data to which access is granted.
2. Specify the uses which the agency may make of the data.
3. Include the agency’s agreement that its employees will access


the data only for the uses specified.


E. The Washington State Attorney General’s Office will be provided 
additional access to JIS records for those cases in which it represents 
the State. 


F. The Washington State Office of Public Defense will be provided 
additional access to JIS records for those cases in which it is responsible 
for indigent defense services, and/or has a right to access under RCW 
13.50.010(13). 


G. The Washington State Office of Civil Legal Aid will be provided 
additional access to JIS records for those cases for which it has a right 
of access under RCW 13.50.010(14). 
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Current ITG Priorities
For the Court Level User Groups


JISC Priorities
Priority ITG # Request Name Status Approving 


Authority
CLUG


Importance
1 2 Superior Court Case Management System In Progress JISC High


2 45 Appellate Court ECMS In Progress JISC High


3 41 CLJ Revised Computer Records and 
Destruction Process


In Progress JISC High


4 102 Request for new Case Management System to 
replace JIS


In Progress JISC High


5 27 Expanded Seattle Municipal Court Case Data 
Transfer


Authorized JISC High


6 62 Automate Courts DCXT Table Entries Authorized JISC Medium


7 7 SCOMIS Field for CPG Number Authorized JISC High


8 26 Prioritize Restitution recipients Authorized JISC Medium


9 31 Combine True Name and Aliases for Timepay Authorized JISC Medium
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Current ITG Priorities
For the Court Level User Groups


Appellate CLUG Priorities
Priority ITG # Request Name Status Approving 


Authority
CLUG


Importance
1 45 Appellate Courts ECMS In Progress JISC High


Superior CLUG Priorities
Priority ITG # Request Name Status Approving 


Authority
CLUG


Importance
1 107 PACT Domain 1 Integration Authorized Administrator High


2 7 SCOMIS Field for CPG Number Authorized JISC High


Non-Prioritized Requests


N/A 2 Superior Court Case Management System In Progress JISC High
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Current ITG Priorities
For the Court Level User Groups


Courts of Limited Jurisdiction CLUG Priorities
Priority ITG # Request Name Status Approving 


Authority
CLUG


Importance
1 102 New Case Management System to Replace JIS In Progress JISC High


2 27 Expanded Seattle Municipal Court Case Data 
Transfer


Authorized JISC High


3 41 CLJ Revised Computer Records Retention 
and Destruction Process


In Progress JISC High


4 106 Allow Criminal Hearing Notices to Print on 
Paper and allow edits


In Progress Administrator Medium


5 32 Batch Enter Attorney’s to Multiple Cases Authorized CIO Medium


6 68 Allow Full Print on Docket Public View Rather 
than Screen Prints


Authorized Administrator Medium


7 46 CAR Screen in JIS Authorized CIO Medium


8 31 Combine True Name and Aliases for Timepay Authorized JISC Medium


9 26 Prioritize Restitution Recipients Authorized JISC Medium
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Current ITG Priorities
For the Court Level User Groups


Multi Court Level CLUG Priorities
Priority ITG # Request Name Status Approving 


Authority
CLUG


Importance
1 152 DCH and Sealed Juvenile Cases Authorized CIO High


2 178 Race & Ethnicity Data Fields In Progress Administrator Medium


3 116 Display of Charge Title Without Modifier of
Attempt


Authorized Administrator Medium


4 62 Automate Courts DCXT Table Entries Authorized JISC Medium


5 141 Add Bond Transferred Disposition Code Authorized CIO Medium


Non-Prioritized Requests


N/A 3 Imaging and Viewing of Court Documents Authorized Administrator Not Specified
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